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ABSTRACT 

The resilient organisation has recently become a focus for many safety risk professionals, as it offers the 

attractive idea of the attainable strategy to prepare for and deal with various types of adversity. Even though 

the safety science literature has been preoccupied with the normative study of the resilient organisation, a 

lack of empirical knowledge seems to exist of how this can be attained (Boin & Van Eeten, 2013). 

The purpose of this research was to relate certain organisational characteristics and processes to 

organisational resilience. However, the notion of organisational resilience is intricate, as it is not a 

phenomenon which can be directly observed. To overcome this, this research has sought to establish a 

correlation between the anticipatory principles from collective mindfulness, with the notion of organisational 

resilience pertaining to the preventative activities prior to a disruption; labelled precursor resilience. By 

expositing the characteristics related to precursor resilience from the literature, this research established a 

conjectural link to the anticipatory principles as one measure of precursor resilient performance. 

This research has thus operationalised the anticipatory principles to investigate in what way the airline, 

Thomas Cook Airlines Scandinavia, is collective mindful in its risk assessment activities in relation to a 

management of change. The generated empirical knowledge has been collected based on ten interviews 

within this company, and then analysed to uncover organisational characteristics and processes that can be 

related to precursor resilience. 

Although the link between precursor resilience and the anticipatory principles is merely conjectural, this 

research found that several characteristics and processes of the risk assessment activities in relation to a 

management of change could be related to precursor resilience. However, many of the characteristics and 

processes pertaining to precursor resilience from these types or risk assessments should not be seen 

independently, but in a much larger organisational context. It appears from this research, that for an 

organisation to maintain and operate within a precursor resilient zone, requires an organisational capacity 

to ensure upholding the organisational activities revolving around the risk assessment in relation to a 

management of change. 
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άThere is no set of administrative arrangements which will guarantee safety.έ 

ς Nick Pidgeon in (Turner & Pidgeon, 1997, p. 189) 
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1. INTRODUCTION 

άWhat distinguishes reliability-enhancing organisations is not their absolute error or accident rate, but their 

effective management of innately risky technologies through organisational control of both hazard and 

ǇǊƻōŀōƛƭƛǘȅ όΧύέ (Rochlin, 1993, p. 17). 

Safety within the aviation industry has always been considered the standard to which to aspire. The number 

of airline departures has risen in the past few years, and it is estimated to rise even further in the future. 

Even though the accident rate for global aviation is declining, every airline still struggles to deal with safety 

issues. International Air Transport Association (IATA) director general Tony Tyler said that ά[in] 2013 there 

were some 36.4 million flights and 16 fatal accidents. If you were flying on a jet aircraft, your chances of being 

involved in a major accident were one in 2.4 million. And among the three billion passengers that flew there 

were 210 fatalities. There is no safer way to get from A to B than by plane. But accidents do happenέ (IATA, 

2014). A failure of foresight, or the lack of a comprehensive risk management and crisis response, can quickly 

put an airline out of business. Thus, it is important for certain high-risk organisations, such as airlines, to take 

precautionary measures against unwanted outcomes and to think and act proactively towards risks. The civil 

aviation industry is well known for its persistent work in safety management and the never-ending inquiry 

into even small inconsistencies, which is managed through a detailed regulatory framework, common 

worldwide agreements and extensive procedures. One such rather new initiative put forward by both the 

International Civil Aviation Organisation and the European Aviation Safety Agency is a risk assessment in 

relation to a management of change (MoC). An MoC has been defined as a formal process for systematic and 

proactive identification of hazards and of appropriate mitigation strategies and measures, to be applied to 

all changes concerning the safety of services provided by an airline due to, for example, expansion, new flight 

routes and changes to existing systems, equipment or services, as these changes introduce new or altered 

hazards (ICAO, 2013a; Skybrary, 2014c). The question which remains is whether such an initiative contributes 

to organisational resilience. 

The safety science literature has recently been preoccupied with the normative study of the resilient 

organisation (Boin & Van Eeten, 2013; Comfort, Boin, & Demchak, 2014; Hollnagel, Woods, & Leveson, 2006). 

Although the elements that contribute to a resilient organisation have been broadly discussed, empirical 

research on the resilient organisation is quite rare (Boin & Van Eeten, 2013). However, resilience is not 

without antecedents, as it is widely known within diverse academic fields, including psychology, sociology, 

ecology, public administration and political science. Definitions of resilience can thus be found on micro, 

meso and macro levels, pertaining to different levels of analysis (Boin & Van Eeten, 2013). This research is 

placed on a meso level as it is interested in organisational activities. However, several challenges exist with 
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organisational resilience; one challenge seems to spin around a proactive and reactive pole (Comfort et al., 

2014). Organisational resilience can therefore pertain to the preventive activities prior to a disruption or, in 

the wake of a crisis, to recovery activities (Boin & Van Eeten, 2013; Comfort et al., 2014; Macrae, 2014). If 

ƻǊƎŀƴƛǎŀǘƛƻƴŀƭ ǊŜǎƛƭƛŜƴŎŜ ǊŜƭŀǘŜǎ ǘƻ ǇǊŜǾŜƴǘƛǾŜ ŀŎǘƛǾƛǘƛŜǎ ǇǊƛƻǊ ǘƻ ŀ ŘƛǎǊǳǇǘƛƻƴΣ ƛǘ Ƙŀǎ ōŜŜƴ ƭŀōŜƭƭŜŘ ΨǇǊŜŎǳǊǎƻǊ 

ǊŜǎƛƭƛŜƴŎŜΩ ŀƴŘ ŘŜŦƛƴŜŘ ŀǎ ǘƘŜ άability to accommodate change without cataǎǘǊƻǇƘƛŎ ŦŀƛƭǳǊŜ όΧύέ (Wise, 

Hopkin, & Stager, 1993, p. 93). If organisational resilience is in response to a crisis, it has been labelled 

ΨǊŜŎƻǾŜǊȅ ǊŜǎƛƭƛŜƴŎŜΩ ŀƴŘ ŘŜŦƛƴŜŘ ŀǎ άthe ability to respond to singular or unique eventsέ (Kendra & 

Wachtendorf, 2003, p. 42). Both types of resilience are very much needed in highly reliable organisations 

(HROs) to anticipate and contain adversities. However, some organisations within the aviation industry, the 

nuclear power industry and others must place themselves within a precursor resilient zone, as a single 

disruption can have a disastrous outcome which reaches beyond the organisation itself. Such disruptions 

does not need to involve only technological system accidents (Perrow, 2011), but rather they can involve 

deficiencies in the organisational activities to ensure safety (Hopkins, 2001; LaPorte, 1996; LaPorte & 

Consolini, 1991; Turner & Pidgeon, 1997). 

1.1. BACKGROUND FOR CHOICE OF TOPIC 

Organisations has long desired for resilience, which they have invested tremendous time, money and effort 

ǘƻ ŀŎƘƛŜǾŜΣ ƴƻǘ ǿƛǘƘƻǳǘ ǊŜŀǎƻƴ ōŜŎŀǳǎŜ άthe idea of resilience offers the promise of an intuitively plausible, 

attractive and seemingly attainable strategy to prepare for and deal with various types of adversityέ (Boin & 

Van Eeten, 2013, p. 430). However, while the literature has been preoccupied with the normative and 

prescriptive ideas of the resilient organisation, is it still unclear how these skills of resiliency can be built into 

an organisation (Boin & Van Eeten, 2013). There is an absence of empirical knowledge on organisational 

resilience, or as Boin and Van Eeten (2013, p. 432) Ǉƻƛƴǘ ƻǳǘΣ άthe dearth of empirical data makes it hard if 

not impossible to relate with any type of certainty organisational characteristics and processes to resilient 

performanceέΦ ¢ƘŜ ŎƘŀƭƭŜƴƎŜ ǿƛǘƘ ƻǊƎŀƴƛǎŀǘƛƻƴŀƭ ǊŜǎƛƭƛŜƴŎŜ ǘƘŜǊŜŦƻǊŜ ƛǎ ǘƻ ŎƻƴŦƻǊƳ ǘƻ ŀƴ ƛŘŜƻƭƻƎȅ ǿƛǘƘ ŀƭƳƻǎǘ 

no evident links to certain organisational characteristics or processes. This lack of empirical knowledge poses 

a problem in the academic literature and Boin and Van Eeten (2013, p. 443) ƘƛƎƘƭƛƎƘǘ άόΧύ ǘƘŀǘ ǿŜ ǎƘƻǳƭŘ ōŜ 

careful to prescribe resilience before we develop a stronger grasp on the relation between organizational 

characteristics, processes and outcomes. Much more research is needed before prescriptions for resilience 

can be administeredέΦ 

With this study, the researcher hopes to contribute to bringing forward much needed empirical knowledge 

of organisational characteristics which can be attributed to organisational resilience. If one needs to link such 

organisational characteristics and processes pertaining to resilient performance, it is necessary to study the 
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tacit knowledge and processes of a well-established, presumably highly reliable organisation to generate 

such empirical knowledge. Thomas Cook Airlines Scandinavia (TCAS) is therefore chosen for this research as 

it must adhere to persistent work with risk management. This enables the researcher to investigate TCAS and 

its adopted risk assessment activities in relation to an MoC. The researcher is therefore in a position to 

explore the tacit knowledge of the processes, the procedures and any challenges or strengths embedded at 

TCAS and to explore whether any of those organisational characteristics and processes contribute to 

characteristics of organisational resilience. However, the challenge with resilience is that it is not a 

measurable or quantifiable phenomenon which can be directly observed in any organisation. To overcome 

this obstacle, this research must therefore look elsewhere to operationalise organisational precursor 

resilience to explore, investigate and possibly generate knowledge of characteristics resembling 

organisational precursor resilience. 

1.2. RESEARCH PURPOSE 

Inspired by the above introductory quotation, HROs should not be characterised by an absence of risk or 

accidents, ōǳǘ ǊŀǘƘŜǊ ōȅ ŀ ŦƻŎǳǎ ƻƴ ǘƘŜ ƻǊƎŀƴƛǎŀǘƛƻƴΩǎ ǇŜǊǎƛǎǘŜƴǘ ǇǊƻŎŜǎǎŜǎ ǿƘƛŎƘ ƛǘ ǳǎŜǎ ǘƻ ƳŀƴŀƎŜ ƛǘǎ 

organisational activities with respect to risks. Although the utopian dream for an organisation that eliminates 

all risk is impossible for many reasons, the desire to become and maintain a resilient organisation lives on. 

This research is thus interested in the organisational approaches and activities in an airline which create and 

foster organisational precursor resilience. The purpose of this research is therefore twofold. 

First, by employing TCAS as a case for this research, the researcher can assess embedded deficiencies or 

strengths inherited in its adopted risk assessment process in relation to an MoC. Second, and more 

importantly, the researcher can explore how such activities contribute to organisational precursor resilience. 

Analysing characteristics of organisational precursor resilience requires an understanding of what causes 

organisational accidents and the drift towards complacency (Reason, 1997; Weick, Sutcliffe, & Obstfeld, 

1999). These high-risk organisations must position themselves within a precursor resilient zone and fight 

against the current of complacency, which, according to Turner and Pidgeon (1997), stems from factors such 

as perceptual rigidities, information ambiguities, disregard of rules and instructions, overconfidence and 

organisational arrogance. These factors, in conjunction, make for the incubation of disaster, known as the 

Man-Made Disaster theory. Therefore, adversity does not necessarily occur due to a lack of risk management; 

ǊŀǘƘŜǊΣ ǘƘŜ ŘŜŦƛŎƛŜƴŎƛŜǎ ƛƴ ǘƘŜ ƻǊƎŀƴƛǎŀǘƛƻƴΩǎ ƛƴǎǘƛǘǳǘƛƻƴŀƭƛǎŜŘ ǇǊŀŎǘƛŎŜǎ ŎŀǳǎŜ ŀ ŘƛǎǊǳǇǘƛƻƴ (Turner & Pidgeon, 

1997).  

The resilient organisation in social and safety science is still an emergent and developing concept with many 

diverse meanings and interpretations. This research will account for the notion of organisational precursor 
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resilience and draw upon the newly termed risk resilience concept (Macrae, 2014) to broaden the idea of 

precursor resilience. Risk resilience can be seen as an important link to organisational resilience and a 

contribution to the theoretical framework because it differentiates between a material and cultural view on 

disruptions (Macrae, 2014). wƛǎƪ ǊŜǎƛƭƛŜƴŎŜ ŎƻƴŎŜǊƴǎ ŀƴ ƻǊƎŀƴƛǎŀǘƛƻƴΩǎ ŀōƛƭƛǘȅ ǘƻ ǇǊƻǘŜŎǘ ƛǘǎ ƻǇŜǊŀǘƛƻƴǎ ŦǊƻƳ 

potential breakdowns and the (in)effectiveness of its practices that produce barriers and defences rather 

than actual or predicted outcomes (Macrae, 2014). Turning the knowledge of organisational deficiencies into 

an organisational capacity to protect organisational activities creates risk resilience and thus builds on the 

knowledge of Turner and Pidgeon (1997) and complements the Man-Made Disaster theory. However, as 

precursor resilience encompasses a broad concept, one must, as previously mentioned, operationalise it to 

be able to draw parallels between the concept and organisational characteristics.  

Many scholars have studied the organisational prerequisites which should give organisations the ability to 

maintain safe performance even when these organisations constitutes of complex systems and tightly 

technological couplings, operating in a vicious, dangerous and fast-paced environment. One such 

organisational prerequisite is collective mindfulness (Weick et al., 1999). Collective mindfulness captures the 

characteristics of HROs, while acknowledging the impossible goal of error-free operations. When 

organisations display characteristics of the minimum five identified social processes that represent collective 

mindfulness, they should be able to anticipate and contain adversities as they arise. Therefore, collective 

mindfulness helps in avoiding fixation failures, as the stable processes in collective mindfulness allow for the 

detection of anomalies while the variable patterns of activity adapt to events which require revision (Weick 

et al., 1999). As this research is preoccupied with precursor resilience, only the first three principles of 

collective mindfulness will be used, as they pertain to the anticipatory skills of an organisation.  

The importance of broadening the risk perspective with collective mindfulness has been established by Aven 

and Krohn (2014). Because assessments of risk can be completely ignored or judged negligible based on the 

(un)likelihood of the risk, must risk activities within an organisation give weight to a broadened risk 

perspective because the traditional probability-ōŀǎŜŘ ǇŜǊǎǇŜŎǘƛǾŜ ƻƴ Ǌƛǎƪ Ŏŀƴ ōŜ ǎŜŜƴ ŀǎ άόΧύ ǘƻƻ ƴŀǊǊƻǿΣ 

ignoring and concealing important aspects of risk and uncertaintiesέ (Aven & Krohn, 2014, p. 1). While 

ignoring aspects of risk and uncertainties can pertain to the more mechanical probability-based perspective 

and risk acceptance criteria, it can also conceal risk and uncertainties that pertain to the social negotiation 

of risk (Vaughan, 1996). Vaughan (1996) conceptualises normalisation of deviance based on her analysis of 

the Challenger launch decision. She refers to the idea that over time organisations increase the acceptable 

risk criteria due to a social negotiation of risk. These two theoretical contributions will likewise be included 
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in the theoretical framework to broaden the analysis of the risk assessment activities related to an MoC at 

TCAS. 

In summary, the purpose of this research is to develop a broader understanding of the risk assessment 

activities in relation to an MoC at TCAS and how these assessments contribute to organisational precursor 

resilience. To achieve this understanding, this research focuses on the three anticipatory principles of 

collective mindfulness that are related to organisational precursor resilience and investigates the degree to 

which these characteristics are representative of or relevant for risk assessment in relation to MoCs. 

1.3. PROBLEM TO BE ADDRESSED 

To research the role of risk assessments in relation to an MoC and organisational precursor resilience and 

how these risk assessment activities contribute to organisational precursor resilience, the following research 

question will be addressed: 

How does the use of risk assessments in relation to a management of change at Thomas 

Cook Airlines Scandinavia contribute to organisational precursor resilience? 

1.4. SUBSIDIARY QUESTIONS 

To answer the above research question, it is necessary to answer two subsidiary questions: 

- What is organisational precursor resilience and how does it relate to the anticipatory principles of 

collective mindfulness? 

- In what way is Thomas Cook Airlines Scandinavia collective mindful in its risk assessment activities in 

relation to a management of change and how is this reflected throughout the organisation? 

1.5. DELIMITATIONS 

The researcher has chosen to make some delimitations. This subchapter will outline the scope of the 

research, which allowed the researcher to perform more in-depth research. 

Several different risk management activities exist within TCAS. Through an early meeting with TCAS, the focus 

of this research quiŎƪƭȅ ŎŜƴǘŜǊŜŘ ƻƴ ǘƘŜ ŎƻƳǇŀƴȅΩǎ ƴŜǿƭȅ ŀŘƻǇǘŜŘ Ǌƛǎƪ ŀǎǎŜǎǎƳŜƴǘ ŀǇǇǊƻŀŎƘ ƛƴ ǊŜƭŀǘƛƻƴ ǘƻ 

an MoC. It is important to highlight that several risk management activities other than risk assessment in 

relation to an MoC exist and, thus, can be seen as a small part ƻŦ ǘƘŜ ŎƻƳǇŀƴȅΩǎ ŜƴǘƛǊŜ ǎŀŦŜǘȅ Ǌƛǎƪ 

management setup. When risk assessment is mentioned throughout this research, it is in relation to an MoC 

unless otherwise explicitly stated. 
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An understanding emerged of TCAS as an organisation which most likely lies at the superior end of the 

spectrum when it comes to risk management. This is suggested in the way that the researcher enlisted TCAS 

for the research. TCAS was contacted through an e-mail address found in a risk management training 

PowerPoint presentation directed towards the Danish Transport and Construction Agency website. It might 

have been interesting to study either a conglomerate of an airline or a less established airline to get a more 

nuanced picture of this research. 

Even though TCAS consists of many departments and all contribute to organisational safety, the research was 

restricted to only four departments. The four chosen departments are the Flight Ops, Ground Ops, Technical 

and Cabin Service departments. A more in-depth description of these departments will be given in chapter 

2.3. 

wŜǎƛƭƛŜƴŎŜ Ƙŀǎ Ƴŀƴȅ ŀǎǇŜŎǘǎ ŀƴŘ ŎƻǾŜǊǎ ŀ ōǊƻŀŘ ǎǇŜŎǘǊǳƳΦ LǘΩǎ ǘƘŜǊŜŦƻǊŜ ƛƳǇƻǊǘŀƴǘ ǘƻ ōŜŀǊ ƛƴ ƳƛƴŘ ǘƘŀǘ ǘƘŜ 

measure of foresight, or the anticipatory principles of collective mindfulness, is only one element of 

organisational resilience. Many other aspects of organisational resilience exist but are not relevant for this 

research and its purpose. This research is not intended to proclaim that an organisation can rely solely on 

either one of the two types of resilience. Both are necessary within an organisation, and society for that 

matter, to maintain resilient operations. However, it can be important to decompose systems into smaller 

parts to gain knowledge by studying a separate phenomenon in depth (Landau, 1969). 

1.6. STRUCTURE OF THIS RESEARCH 

This chapter has laid the groundwork for the research and its research question, area of interest and purpose. 

The following section will clarify and account for the structure of this research by introducing the 

composition. The purpose of this section is to give the reader an overview of the research conducted. 

Chapter 1 ς Introduction 

This current chapter establishes the groundwork for this research. 

Chapter 2 ς Context 

This chapter will provide a contextual understanding of the phenomenon to be studied, including the 

regulatory framework in relation to risk assessments regarding management of change as well as the airline 

of interest. 
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Chapter 3 ς Theoretical Framework 

This chapter outlines the theoretical framework which gives this research its theoretical foundation. The 

framework is composed of four elements. First, the choice of theory will be accounted for to explain the 

connections among the three theoretical contributions of this research. Second, accounting for the Man-

Made Disaster gives the reader (and this research) an understanding of the causation of the incubation of 

disaster. The Man-Made Disaster theory therefore serves as the fundamental basis for why accidents can 

occur within an organisation and its organisational activities. Third, accounting for organisational resilience 

and what it represents, the notion of resilience will be investigated and elaborated. Emphasis will be given 

to organisational precursor resilience in this research. Fourth, where an organisation wants to reach 

organisational precursor resilience, the anticipatory principles from collective mindfulness will serve as the 

theoretical framework to achieve this. The chosen theoretical contributions will be used in chapter 6, where 

the empirical data will be analysed. The last subchapter accounts for the first subsidiary question, where the 

link between organisational precursor resilience and the anticipatory principles from collective mindfulness 

is established. 

Chapter 4 ς Methodology 

The methodological considerations that have been taken into account when collecting and processing the 

empirical data will be outlined in this chapter. This chapter will also clarify the research design and strategy, 

as well as reflections around validity, reliability and generalisation. 

Chapter 5 ς Empirical Data 

The empirical data chapter has been divided into four parts. The first part presents and highlights the current 

safety management practice performed by TCAS in relation to an MoC. This process has been derived from 

ŀƴ ŀƴŀƭȅǎƛǎ ƻŦ ǎŜǾŜǊŀƭ ŘƻŎǳƳŜƴǘǎ ƛƴŎƭǳŘƛƴƎ ¢/!{Ωǎ ƛƴǘŜǊƴŀƭ {ŀŦŜǘȅ aŀƴŀƎŜƳŜƴǘ aŀƴǳŀƭ όǎŜŜ ŎƘŀǇǘŜǊ пΦпΦнύΦ 

The next three subchapters present the empirical findings from ten interviews conducted at TCAS with 

representatives from five different departments. These three subchapters correspond to each of the three 

anticipatory principles of collective mindfulness. 

Chapter 6 ς Analysis 

The analytical part of this research is likewise divided into four parts, but takes the opposite approach as 

found in chapter 3 on the theoretical framework. The first three subchapters will seek to answer the second 

subsidiary question; the first three subchapters pertain to the three anticipatory principles of collective 

mindfulness to investigate in what way TCAS display collective mindfulness in its risk assessment activities in 
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relation to an MoC and how this is reflected throughout the organisation. The fourth and last subchapter sets 

out to answer the research question by analysing the risk assessment in relation to an MoC at TCAS pertaining 

to the anticipatory principles of collective mindfulness and how they relate to characteristics of 

organisational precursor resilience. 

Chapter 7 ς Conclusion 

The research concludes by accentuating the contribution that risk assessment in relation to an MoC makes 

to organisational precursor resilience. 
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άWe must not become complacent with our own safety records; rather we must employ new methods and 

programs that can drive down accident rates.έ 

ς Jim Hall in (Stolzer, Halford, & Goglia, 2008, p. XIX) 
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2. CONTEXT 

This chapter will briefly provide a contextual understanding of the regulatory framework regarding the risk 

assessments in relation to a MoC to which TCAS is subjected. An introduction to the airline itself along with 

its location and composition will also be outlined. The content of this chapter is based on several public 

documents, regulations and best practices as well as non-public documents received by the airline. The 

documents used in this research will be explained further in chapter 4.4.2. In this research, the risk 

assessment process is considered in relation to the whole socio-technological system (Leveson, 2011; 

Rasmussen & Svedung, 2000), as the constellation and interrelatedness of the regulative framework in a 

dynamic society constitutes supranational, national and local organisations which influence the design and 

performance of risk assessments carried out in TCAS. 

2.1. REGULATORY FRAMEWORK 

International actors in aviation legislation, regulation and standard setting work in complex circumstances. 

Three main international actors will be highlighted here, as they make up the foundation for the aviation 

setting in which TCAS operates. TCAS headquarters operates locally within Denmark and, therefore, must 

abide by national legislation presented by the Danish Transport and Construction Agency. The Danish 

Transport and Construction Agency adapts and implements regulations put forward by the International Civil 

Aviation Organisation and European Aviation Safety Agency, as Denmark is a member state of both 

organisations. As a member state of these two supranational regulators, can national actors, such as the 

Danish Transport and Construction Agency, only add to the provided regulation and hence make the 

regulative framework stricter.  

2.1.1. INTERNATIONAL CIVIL AVIATION ORGANISATION 

International Civil Aviation Organisation (ICAO) was established in 1944 in Switzerland where 52 states signed 

the Convention of International Civil Aviation, also known as the Chicago Convention. On the 6th of February 

1947, ICAO became a United Nations (UN) specialised agency to improve and uniform civil aviation 

worldwide. Today 191 states have signed the Chicago Convention, including Denmark. ICAOΩǎ ƳŀƴŘŀǘŜ is to 

ensure an efficient and orderly evolution of international civil aviation whilst maintaining an acceptable level 

of safety. ICAO develops and publishes Standards and Recommended Practices (SARPs) in annexes to the 

Chicago Convention. The SARPs cover all technical and operational aspects of international civil aviation, 

including safety. Two important points need to be highlighted according to the ICAO Safety Management 

Manual (SMM) and the ICAO annex 19 Safety Management. First, a State Safety Programme (SSP) is an 

integrated set of regulations and activities aimed at improving safety (ICAO, 2013b). The SSP is intended for 

states to work out a management system for the regulation and administration of safety by the state (ICAO, 
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2013a, 2013b). Second, a safety management system (SMS) allows airlines to systematically identify hazards, 

collect and analyse data and continuously assess safety risk (ICAO, 2013b) and the SMS must be proportional 

ǘƻ ǘƘŜ ǎƛȊŜ ŀƴŘ ŎƻƳǇƭŜȄƛǘȅ ƻŦ ǘƘŜ ŀƛǊƭƛƴŜΩǎ ǇǊƻŘǳŎǘǎ ŀƴŘ ǎŜǊǾƛŎŜǎ (ICAO, 2013b). 

The first ICAO SMM was released in 2006 (ICAO, 2013b) and many of the preventative initiatives are only 10 

years old. Unlike the European Aviation Safety Agency, ICAO has no sovereign power over its member states 

(Müller, Wittmer, & Drax, 2014).  

2.1.2. EUROPEAN AVIATION SAFETY AGENCY 

The European Aviation Safety Agency (EASA) is an agency of the European Union (EU) and was established in 

2002 by Regulation (FC) No 216/2008 of the European Parliament and Council. EASA was established to 

ensure a high and uniform level of safety in civil aviation and reached full functionality in 2008, taking over 

functions from the Joint Aviation Authorities (JAAs), which ceased operations in 2009 (Skybrary, 2014b). EASA 

was founded partly because JAA had no legal authority within the EU. EASA, as opposed to ICAO and JAA, has 

regulatory authority through the enactment of regulations by the European Commission, Council of the 

European Union and European Parliament (IBP, 2012) and, therefore, has regulatory sovereignty over its 

member states. 

As EASA reached full functionality in 2008, many of the requirements and procedures, such as SMS, risk 

assessments and management of change, has only recently been formalised and effectuated in the aviation 

industry, where airlines are trying to comply with these regulations. 

2.1.3. AVIATION RISK MANAGEMENT SOLUTIONS 

A working group, Aviation Risk Management Solutions (ARMS), was set up in 2007 to address operational risk 

assessment (ORA) in the aviation industry (ARMS, 2010) and supported by the European Commercial Aviation 

Safety Team (ECAST). The ARMS working group was made up of aviation safety professionals and aimed at 

producing a useful and cohesive ORA for airlines. The ORA method has been employed by TCAS and will be 

further elaborated in chapter 2.2. 

2.1.4. DANISH MINISTRY OF TRANSPORT AND BUILDING 

The Danish Ministry of Transport and Building holds the administrative and parliamentary responsibility for 

ŜȄŜŎǳǘƛƻƴ ƻŦ ǘƘŜ ǘŀǎƪǎ ŀƴŘ ƛƳǇƭŜƳŜƴǘŀǘƛƻƴ ƻŦ ǘƘŜ 5ŀƴƛǎƘ tŀǊƭƛŀƳŜƴǘ ŘŜŎƛǎƛƻƴǎ ŎƻƴŎŜǊƴƛƴƎ ǘƘŜ aƛƴƛǎǘǊȅΩǎ ŦƛŜƭŘ 

of responsibility (Transportministeriet, 2016). The Ministry of Transport and Building has approximately 140 

staff members and assists with the governance and management of the ministerial area containing 

secretarial tasks, strategic planning and policy formulation. The daily tasks of transport are carried out by a 
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number of institutions, agencies, councils and boards (Transportministeriet, 2016), including the Danish 

Transport and Construction Agency and the Accident Investigation Board Denmark. 

2.1.5. DANISH TRANSPORT AND CONSTRUCTION AGENCY 

The Danish Transport and Construction Agency (DTCA) has approximately 400 staff members who are 

distributed between seven centers. The DTCA for civil aviation is responsible for safety regulation and 

supervision regarding safety and security in relation to aviation infrastructure, airlines and aircraft 

manufacturers, among others (Transportstyrelsen, 2016). The tasks and responsibilities of the DTCA are 

governed by legislation BEK no 1244 of 10/11/2015. 

2.1.6. ACCIDENT INVESTIGATION BOARD DENMARK 

The Accident Investigation Board Denmark for civil aviation and railway investigates accidents and severe 

incidents in the aviation sector in Denmark, Greenland and the Faroe. The Investigation Board is an 

independent safety investigation authority under the Danish Ministry of Transport and Building. Based on 

impartial investigations, the Investigation Board presents recommendations to prevent future accidents and 

incidents to improve safety (Havarikommisionen, 2016). Its investigations do not allocate blame or 

responsibility, as the purpose is solely to improve safety and prevent accidents. By collecting and analysing 

data, the purpose of the Investigation Board is to determine the cause or causes and the contributing factors, 

including development of safety recommendations for improving safety (Havarikommisionen, 2016). The 

tasks and responsibilities of flight investigations are governed by the consolidated act LBK no 1036 of 

28/08/2013 §134 up to and including §144b. 

2.2. THE REGULATION REGARDING RISK ASSESSMENT IN RELATION TO AN MOC 

A management of chaƴƎŜ όaƻ/ύ Ƙŀǎ ōŜŜƴ ŘŜŦƛƴŜŘ ŀǎ ŀ άformal process for systematic and proactive 

identification of hazards and of appropriate mitigation strategies and measures, to be applied to all changes 

concerning the safety of services provided by an aviation organisationέ  (Skybrary, 2014c). As change is 

unavoidable in the aviation industry due to new regulations, new destinations, changed procedures, loss of 

co-workers or new aircrafts, can these changes, be seen as potential hazards for the airline and its operations. 

As these changes may introduce new or altered hazards to its operations, it is critical to perform risk 

assessment in relation to MoCs. The process for the MoCs is to identify hazards, implement measures and 

evaluate the taken precautions in that sequence and to make the process iterative. These changes can be 

external or internal (Skybrary, 2014c), where external changes include, for example, new regulations, 

mergers or change of market structure, and internal changes include managerial reorganisations, changes in 

financial pressure, new operations, equipment and new personnel. The regulation set forth by ICAO and EASA 
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requires hazards (referred to as the by-product of change) to be systematically and proactively identified and 

appropriate measures to be taken to manage those hazards.  

ICAO (2013b) described the process and pracǘƛŎŜ ƻŦ ŀƴ aƻ/Σ ǿƘŜǊŜ ŀƴ ŀƛǊƭƛƴŜ άόΧύ ǎƘŀƭƭ ŘŜǾŜƭƻǇ ŀƴŘ Ƴŀƛƴǘŀƛƴ 

a formal process to identify changes which may affect the level of safety risk associated with its aviation 

products or services and to identify and manage the safety risks that may arise from those changesέ (ICAO, 

2013b, p. 181). The ŀƛǊƭƛƴŜǎΩ aƻ/ ǇǊƻŎŜǎǎ ǎƘƻǳƭŘ ǘŀƪŜ ǘƘŜ ŦƻƭƭƻǿƛƴƎ ǘƘǊŜŜ Ǉƻƛƴǘǎ ƛƴǘƻ ŎƻƴǎƛŘŜǊŀǘƛƻƴ (ICAO, 

2013b): 

- Criticality assessments determine the systems, equipment and activities that are essential for the 

safe operation of aircraft. Whilst these assessments are generally carried out during the system 

design phase, they are also relevant during a situation of change. A higher criticality should result in 

a revision following a change to accommodate corrective actions in relation to emerging safety risks. 

- Stability of systems and operational environments is necessary as changes may be planned and under 

the direct control of the organisation. Unplanned changes include those related to economic cycles, 

labour unrest and changes in the political, regulatory or operating environments.  

- Past performance of critical systems and trend analyses should be employed to anticipate and 

monitor safety performance in situations of change. The monitoring of past performance will also 

assure the effectiveness of mitigation measures taken. 

/ƘŀƴƎŜǎ ǘƻ ǎȅǎǘŜƳǎ ŀǊŜ ǳƴŀǾƻƛŘŀōƭŜ ŀǎ άόΧύ ƛƴŎǊŜƳŜƴǘŀƭ ŎƘŀƴƎŜǎ Ŏŀƴ ŀŎŎǳƳǳƭŀǘŜΣ ǊŜǉǳƛǊƛƴƎ ŀƳŜƴŘƳŜƴǘǎ ǘƻ 

the initial system description. Therefore, change management necessitates periodic reviews of the system 

description and the baseline hazard analysis to determine their continued validityέ (ICAO, 2013b, p. 182). 

The risk assessment process suggested by ICAO (2013b) has been employed to establish a formal process for 

the management of change that considers (1) the vulnerability of systems and activities, (2) the stability of 

systems and operational environments, (3) past performance and (4) regulatory, industry and technological 

changes (ICAO, 2013b). According to ICAO (2013b), the MoC ensures that procedures address the impact on 

existing safety performance and risk mitigation records before the implementation of changes and that safety 

assessments of new aviation safety-related operations, processes and equipment are conducted before they 

ŀǊŜ ŎƻƳƳƛǎǎƛƻƴŜŘΦ L/!hΩǎ ǇǊƻŎŜǎǎ ƛƴ ǊŜƭŀǘƛƻƴ ǘƻ ǎŀŦŜǘȅ Ǌƛǎƪ ŀǎǎŜǎǎƳŜƴǘǎ ƛǎ ƛƭƭǳǎǘǊŀǘŜŘ ƛƴ CƛƎǳǊŜ мΦ 



 

CONTEXT 
THE REGULATION REGARDING RISK ASSESSMENT IN RELATION TO AN MOC 

15 

 

 
ORGANISATIONAL RISK RESILIENCE 
RISK ASSESSMENTSΩ CONTRIBUTION TO ORGANISATIONAL PRECURSOR RESILIENCE 

 

Figure 1 ς Safety Risk Management Process (ICAO, 2013b) 

As the EU has regulatory sovereignty over its member states, TCAS must adhere to the regulations put 

forward by EASA. One of these regulations involves the consolidated documents for Organisation 

Requirements for Air Operations, also known within the aviation industry as Part-ORO. This is a courtesy 

document intended for easy use, addressing acceptable means of compliance (AMC) and guidance material 

(GM) to annex III ς Part-ORO to Commission Regulation (EU) No 965/2012 on air operations. According to 

!a/м hwhΦD9bΦнллόŀύόоύόŜύΣ ǘƘƛǎ ŎƻƴǎƻƭƛŘŀǘŜŘ ŘƻŎǳƳŜƴǘ ǎǘŀǘŜǎΣ άThe operator should manage safety risks 

related to a change. The management of change should be a documented process to identify external and 

ƛƴǘŜǊƴŀƭ ŎƘŀƴƎŜ ǘƘŀǘ Ƴŀȅ ƘŀǾŜ ŀƴ ŀŘǾŜǊǎŜ ŜŦŦŜŎǘ ƻƴ ǎŀŦŜǘȅΦ Lǘ ǎƘƻǳƭŘ ƳŀƪŜ ǳǎŜ ƻŦ ǘƘŜ ƻǇŜǊŀǘƻǊΩǎ ŜȄƛǎǘƛƴƎ 

hazard identification, risk assessment and mitigation processesέ (EASA, 2016, p. 26). 

TCAS adheres to the ARMS working group operational risk management (ORM) process. The process consists 

of three elements, hazard identification, risk assessment and risk reduction (labelled risk mitigation in ICAO 

terminology), where the main objective is to ensure that all risk remains within an acceptable level (ARMS, 

2010). A safety assessment is a risk assessment focusing on specific parts of an operation, where ARMS has 

ŘŜŦƛƴŜŘ ŀ Ǌƛǎƪ ŀǎǎŜǎǎƳŜƴǘ ƛƴ ǊŜƭŀǘƛƻƴ ǘƻ ŀƴ aƻ/ ŀǎ ǘƘŜ άassessment of risk as a result of a predicted/planned 

change to the operation together with the consequential actions taken, ensuring the safety of the operation 

due to the changeέ (ARMS, 2010, p. 63). The objective is to assess whether part of an operation is deemed 

acceptable safe (i.e. the risk level is acceptable). The safety assessment is part of the MoC function of the 

SMS (ARMS, 2010). In the ARMS ORM process for carrying out safety assessment, the first step is to identify 

and analyse associated hazards where enough quantifiable data are available. However, when this purely 

consists of soft changes such as change of management structure or outsourcing of a service, then enough 



 

CONTEXT 
THOMAS COOK AIRLINES SCANDINAVIA 

16 

 

 
ORGANISATIONAL RISK RESILIENCE 
RISK ASSESSMENTSΩ CONTRIBUTION TO ORGANISATIONAL PRECURSOR RESILIENCE 

data may not be available and a qualitative approach is best suited for the study. With a qualitative approach, 

judgements are based on experienced people and the process typically takes place in an evaluation group 

(ARMS, 2010). 

2.3. THOMAS COOK AIRLINES SCANDINAVIA 

Thomas Cook Airlines Scandinavia has a long history and has undergone several name changes in its time. 

TCAS is the official name as of 9 May 2009; the airline was previously known as MyTravel Airways and 

Premiair. In 1961, Scandinavian Airlines (SAS) established Scanair as the ŀƛǊƭƛƴŜΩǎ charter company with 

headquarters in Copenhagen; in 1965 it moved to Stockholm, Sweden. Meanwhile, in 1965, the famous 

Danish tycoon, Simon Spies, acquired the bankrupt Flying Enterprise and renamed it Conair. In 1994, a merger 

occurred between Scanair and Conair and the newly created Premiair was established with headquarters in 

Denmark due to EU membership. In 2002, Premiair changed its name to MyTravel Airways and, in 2012, one 

ƻŦ ǘƘŜ ǿƻǊƭŘΩǎ ƭŀǊƎŜǎǘ ǘǊŀǾŜƭ ŎƻƳǇŀƴƛŜǎ ǿŀǎ ŜǎǘŀōƭƛǎƘŜŘ ǘƘǊƻǳƎƘ ǘƘŜ ƳŜǊƎŜǊ ƻŦ Thomas Cook Group plc (TCG) 

and MyTravel Group plc. In 2013, TCAS became a part of the Thomas Cook Group Airlines (TCGA). Today, 

TCAS is part of TCGA, which is owned by TCG. TCGA is made up of Thomas Cook Airlines Scandinavia (TCAS), 

Thomas Cook Airlines Belgium (TCAB), Thomas Cook Airlines UK (TCUK) and Condor Flugdienst1. 

TCAS headquarters is located at the Copenhagen Airport (CPH), which is the main international airport 

serving the capital of Denmark, Zealand and a large part of southern Sweden. In 2015, CPH served 26.6 million 

passengers and made Copenhagen Airport one of the busiest airports in Scandinavia (CPH, 2016b). The 

airport is located on the island of Amager, which is 8 km south of the Copenhagen city centre and 24 km west 

of Malmö city. The airport covers an area of 11,8 square kilometers and is divided into four geographic 

sections: north, east, west and south (CPH, 2016a). The largest part of Copenhagen Airport is located in the 

town Tårnby, with a smaller part in the neighboring town of Dragør. The northern area consists of two 

passenger terminals with train and metro stations, parking facilities and SAS technical facilities covering four 

large hangars. The eastern area consists of cargo terminals, the veterinary and customs centers. The western 

area consists of technical repair shops for Copenhagen Airport and the southern area consists of technical 

bases for airlines, including Thomas Cook Airlines Scandinavia, as well as private hangars and maintenance 

facilities (CPH, 2016a), see Figure 2. 

                                                           
1 Condor is the equivalent of Thomas Cook Airlines Germany. However, due to an unforeseen decrease in passengers 
resulting from a name change, TCGA chose to go back to its original name. 
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Figure 2 ς Copenhagen Airport (CPH, 2016c) 

With almost 100 aircraft, TCGA ƛǎ ƻƴŜ ƻŦ ǘƘŜ ǿƻǊƭŘΩǎ ƭŀǊƎŜǎǘ providers of charter travel. The branch that this 

research studies is limited to TCAS, which consists of Denmark, Sweden, Norway and Finland. As of winter 

2015/2016, the fleet at TCAS consists of 14 aircraft divided between four aircraft types. TCAS operates from 

32 airports in Scandinavia, with 7 airports so-called primary airports where the aircraft and crew bases are 

based. In 2015, TC!{Ωǎ ŘŜǎǘƛƴŀǘƛƻƴǎ ŎƻǾŜǊŜŘ с ŎƻƴǘƛƴŜƴǘǎ ŀƴŘ ƛǘǎ Ƴƻǎǘ ǇƻǇǳƭŀǊ ŘŜǎǘƛƴŀǘƛƻƴǎ ǿŜǊŜ ǘƘŜ /ŀƴŀǊȅ 

Islands, Rhodes, Egypt and Mallorca. 
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Figure 3 ς TCASΩs Destinations and Employees by Category 

TCAS has approximately 1.200 staff members, with the majority being cabin crew, accounting for 56% of the 

total staff. The organisation consists of nine departments, four auxiliary sections and the managing director, 

also known as the accountable manager (AM), as illustrated in the organisational diagram shown in Figure 4. 

This research is based on four specific departments, which will be elaborated in the next section.  

The organisation at TCAS is divided into multiple departments, as outlined below. The focus for this research 

is on the four most prominent and central departments, where a nominated person (NP) has been appointed. 

An NP is the head of a specific department who carries the overall responsibility for that department. The 

AM is responsible for the overall safe operation of the company. The AM is also responsible for providing the 

necessary resources to the NPs to perform their tasks, as they are responsible, as specialists, to ensure safe 

operations and airworthy2 airplanes (TCAS, 2015a). The AM also has corporate authority for ensuring that all 

operations and maintenance activities can be financed and carried out to the standard required by the DTCA. 

According to the TCAS internal SMM (TCAS, 2015b), the responsibility for conducting risk assessment in 

relation to an MoC lies within the specific departments where the MoC takes place. 

                                                           
2 Airworthiness may be defined as the fitness of an aircraft to fly when it meets the minimum conditions laid down in 
its type certificate. An airworthy aircraft is one that is fit to fly (Skybrary, 2016). 
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Figure 4 ς Organisational Diagram 

The four departments chosen for this research have been selected in consultation with TCAS at one of the 

earlier meetings. The four departments are: 

- Flight Operations (Flight Ops): Flight Ops is responsible for operating the airplanes, deploying flight 

crews and standard operating procedures in relation to all aircraft types. Although Flight Ops and 

Cabin Service in this research have been divided into two departments, the NP Flight Ops oversees 

the safety of Cabin Service as well. 

- Cabin Service: Cabin Service is responsible for flight attendants and cabin crews for each flight. 

Cabin crews are responsible for serving and attending travelling passengers. 

- Technical: Technical is responsible for technical service and maintenance of flights. Servicing of TCAS 

aircraft includes activities such as repairing, troubleshooting and routine check-ups, as well as 

general maintenance. To use the EASA terminology, Technical is responsible for keeping the aircrafts 

airworthy. 

- Ground Operations (Ground Ops): Ground Ops is responsible for handling services at all destinations, 

TCAS crew and passenger accommodation and the aspects of handling the aircrafts at airports as well 

as aircraft movement around the airports (excluding on active runways). Tasks include preparation 

of aircrafts before departure through loading of cargo, fuel loading and verification, and de-icing. 

This research is based on ten informants from five departments: Flight Ops, Cabin Service, Ground Ops and 

the Safety department. These ten informants was either an employee, a leader or an NP. Leaders and NPs 

will in this research be grouped together and referred to as NPs. The research is also, to some extent, based 

on document analysis of prior risk assessment in relation to MoCs, which has been carried out at TCAS.   
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άThere are not enough trees in the rainforest to write a set of procedures that will guarantee freedom from 

harm.έ 

ς Jim Reason in (Macrae, 2014, p. VII) 
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3. THEORETICAL FRAMEWORK 

To address the problem presented in chapter 1.3, the theoretical framework will consist of three main 

themes: the Man-Made Disaster theory; organisational resilience, with an emphasis on precursor resilience; 

and collective mindfulness, with an emphasis on the first three anticipation principles. Before elaborating on 

the three main themes, an explanation of the choice of theory will be made. 

3.1. CHOICE OF THEORY 

Many diverse theories and authors have dominated and surfaced within the realm of safety science. The 

upcoming subchapter addresses the cultural component of organisational accidents proposed by Turner and 

Pidgeon (1997). In the Man-Made Disaster theory, organisational accidents happen due to a cultural collapse, 

in which beliefs about risks and socially accepted norms drift away from reality. It is therefore necessary to 

explore the social and cultural norms regarding risk assessment, and it is important to see how these risk 

assessment unfolds and takes place within a socio-technological system such as TCAS. It is also important to 

ǎŜŜ Ƙƻǿ ¢/!{Ωǎ ƻǿƴ ŜƳǇƭƻȅŜŜǎ ǊŜƎŀǊŘ ǘƘŜǎŜ Ǌƛǎƪ ŀǎǎŜǎǎƳŜƴǘǎΦ Turner and Pidgeon (1997) are preoccupied 

with information processing, as he believed that the information needed to prevent disasters lies somewhere 

in the organisation based on his research. It is therefore important not only for organisations to have and 

hold the right information but also for that specific information to be allowed to surface from the right 

persons to these risk assessments. For an organisation such as TCAS, this means that they need to be aware 

of the prerequisites of their risk assessment processes, as their institutionalised norms can prevent them 

from obtaining and processing such information. Where a risk assessment focuses on the identification and 

mitigation of risks, the Man-Made Disaster theory focuses on the organisational activities, which often are 

given little attention and which are considered equally, if not more, important. 

The next subchapter addresses organisational resilience and exploits the two opposites that are considered 

to exist in the literature. Organisational precursor resilience has been chosen for further investigation in this 

research, as many HROs want and need to positions themselves within a precursor resilient zone. As noted 

earlier, organisational resilience is an emergent concept within safety science and has thus been deemed 

necessary to present divergent views on resilience. This chapter will thus draw upon what Macrae (2014) has 

termed risk resilience. Where the Man-Made Disaster theory is preoccupied with the understanding of 

disasters, risk resilience is preoccupied with turning that understanding of disasters or failures into 

prevention. Risk resilience thus largely builds upon the work of Turner and Pidgeon (1997) and the Man-

Made Disaster theory. As this subchapter accounts for the nexus between safety and risk and the challenges 

inherent in such a discussion, the inclusion of collective mindfulness has been considered essential for this 

research, as it can provide awareness of the risk assessment process as well as the institutionalised norms. 



 

THEORETICAL FRAMEWORK 
MAN-MADE DISASTER 

22 

 

 
ORGANISATIONAL RISK RESILIENCE 
RISK ASSESSMENTSΩ CONTRIBUTION TO ORGANISATIONAL PRECURSOR RESILIENCE 

The next subchapter addresses the theory of Collective Mindfulness, which has been derived from High 

Reliability Theory (HRT). Specifically, the three anticipatory social processes that are said to be present in an 

organisation in order for it to have the capacity and skills to uncover adversities in materialising into accidents 

(Weick et al., 1999). Aven and Krohn (2014) have established the connection between risk assessment and 

collective mindfulness. As assessments of risk can either be completely ignored or judged as negligible based 

on the unlikelihood of the risk, one needs to see beyond probabilities and encompass a broader risk 

ǇŜǊǎǇŜŎǘƛǾŜΣ ŀǎ άόΧύ ǘƘŜ ƳƛƴŘŦǳƭƴŜǎǎ ŎƻƴŎŜǇǘ ǿƛǘƘ ǘƘŜ five characteristics represents sound and useful 

principles for managing risks, the unforeseen and potential surprisesέ (Aven & Krohn, 2014, p. 2). Collective 

ƳƛƴŘŦǳƭƴŜǎǎ ŎƻƴǘǊƛōǳǘŜǎ ǘƻ ǘƘƛǎ ǊŜǎŜŀǊŎƘ ŀǎ ƛǘ ƘŜƭǇǎ ƻǊƎŀƴƛǎŀǘƛƻƴǎ ƛƴ ōŜƛƴƎ ǿŀǘŎƘŦǳƭ ƻŦ ǘƘŜ άstable processes 

of cognition directed at varying processes of production that uncover and correct unintended consequencesέ 

(Weick et al., 1999, p. 35). Such unintended consequences, in this research, arise when an organisation 

disallows its employees from acting on hazards. When organisation instead are willing to see and think about 

ƘŀȊŀǊŘǎΣ ǘƘŜƛǊ ŜƳǇƭƻȅŜŜǎ άόΧύ ōǊƛƴƎ ƴŜǿ ǾŀǊƛŀōƭŜǎ ǳƴŘŜǊ ǘƘŜƛǊ ŎƻƴǘǊƻƭ ŀƴŘ ŜƴƭŀǊƎŜ ǘƘŜƛǊ ŀōƛƭƛǘȅ ǘƻ ŀŎǘ ƻƴ ǘƘŜƳέ 

(Weick et al., 1999, p. 37), thus enlarging the range of issues an organisation can notice. The anticipatory 

principles from collective mindfulness thus serve as the theoretical framework for achieving organisational 

precursor resilience. 

The last subchapter is a theoretical summary and highlight the link between organisational precursor 

resilience and the anticipatory principles from collective mindfulness.  

3.2. MAN-MADE DISASTER 

According to Turner and Pidgeon (1997), there are several indicators and warnings prior to a disaster. If an 

organisation is able to interpret the information correctly, it should be able to prevent these disasters. 

¢ǳǊƴŜǊΩǎ ŎƻǊŜ ƳŜǎǎŀƎŜ from his original 1978 work, Man-Made Disaster, is that a disaster in the information-

processing framework is most likely associated with the recognition of the collapse of the existing cultural 

beliefs and norms about hazards. Through the cultural perspective of disaster, Turner and Pidgeon (1997) 

are not only preoccupied by physical events but also by ǘƘŜ ƛƴŘƛǾƛŘǳŀƭΩǎ ǇŜǊŎŜǇǘƛƻƴǎ ƻŦ ŜǾŜƴǘǎΦ ¢Ƙƛǎ ƛǎ ŀƭǎƻ 

explicitly expressed through Turner and Pidgeon (1997) definition of an accident: 

άan event, concentrated in time and space, which threatens a society or a relatively self-

sufficient subdivision of society with major unwanted consequences as a result of the collapse 

of precautions which had hitherto been culturally accepted as adequateέ (Turner & Pidgeon, 

1997, p. 70). 
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The information flow and misperceptions are accumulated over time and undetected between individuals 

and groups within an organisation. The adversities that accumulate within an organisation in the Man-Made 

Disaster theory resemble what James Reason has termed latent condition (Reason, 1997; Turner & Pidgeon, 

1997). 

The Man-Made Disaster theory, or information-processing framework, is a model consisting of six phases 

primarily associated with the breakdown of information before the accident, as well as after the accident. 

Little attention is given to the actual impact moment in the Man-Made Disaster theory, also often referred 

to as a black hole όwƻǳȄπ5ǳŦƻǊǘΣ нллтύ because it consumes much of the attention. The Man-Made Disaster 

theory sees accidents as result of a process and thus contributes to the understanding of the causation of 

how accidents evolve within an organisation. The Man-Made Disaster is thus characterised as a descriptive 

theory focǳǎƛƴƎ ƻƴ ƛƴŦƻǊƳŀǘƛƻƴ ǇǊƻŎŜǎǎƛƴƎ ŀƴŘ ǇǊŜƻŎŎǳǇƛŜŘ ǿƛǘƘ άperceptual rigidities, information 

ambiguities, the disregard of rules and instructions, and, eventually, overconfidence and organizational 

arroganceέ (Turner & Pidgeon, 1997, p. viii). The six phases in the Man-Made Disaster model (Turner & 

Pidgeon, 1997) are as follows: 

 

The information-ǇǊƻŎŜǎǎƛƴƎ ŦǊŀƳŜǿƻǊƪ ƛǎ ƻŦ ǳǘƳƻǎǘ ƛƳǇƻǊǘŀƴŎŜ ƛƴ ǘƻŘŀȅΩǎ Ŧŀǎǘ-paced organisations. The 

discrepancies that exist between the accumulated assumptions of risks and hazards in an organisation on the 

one hand, and the organisational reality on the other, is built up in an organisation due to its existing cultural 

beliefs and social norms. Cultural assumptions exist in everyday organisational life in its institutionalised 

practices, which provide the organisation with culturally accurate norms about hazards to enable them to 

operate and survive (Turner & Pidgeon, 1997). The institutionalised practice takes the form of normative 

prescriptions, such as informal norms, laws and regulations. What constitutes a disaster instead of an 

accident in the Man-Made Disaster model is the prolonged discrepancy between assumptions and reality 

that is permitted to build up in an organisation. This can be exemplified with the analysis of the Challenger 

accident, where Vaughan (1996, p. 394) states that the National Aeronautics and Space AdministrationΩǎ 

ŎǳƭǘǳǊŜ ŀƴŘ ǘƘŜƛǊ άόΧύ organisational life that created a way of seeing that was simultaneously a way of not 

seeingέΦ ! ǊǳǇǘǳǊŜ ƛƴ ǘƘŜ ƛƴŦƻǊƳŀǘƛƻƴ Ŧƭƻǿ ƛǎ ǿƘŀǘ ŜǎŎŀƭŀǘŜǎ ǘƘŜ ŘƛǎŀǎǘŜǊ ƻǊ ŘƛǎǊǳǇǘƛƻƴ (Turner & Pidgeon, 

1997). The Man-Made Disaster is thus seen, as a complementary theory to HRT, as organisational learning 

and organisational information processing within an organisation is considered crucial. By adopting this 

explicitly cultural approach, Turner and Pidgeon (1997) see organisations as systems of shared cultural beliefs 
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and collective assumptions, which influence the information that is considered important and which is 

attended to by the organisation. This also entails that organisations collectively overlook and ignore 

information that is not considered important or relevant because of prevailing social culture and norms 

prevent it. !ǎ ǎǳŎƘΣ άcollective ignoranceέ (Turner & Pidgeon, 1997, p. 116) allows for the accumulation of 

risks within an organisation. 

The problem starts to arise when a discrepancy from the current collective and culturally accepted norm 

about the formal risk assessment process is discrepant with the reality at TCAS, due to for example 

collectively accepted norms or procedures of the way of doing such assessments. Turner and Pidgeon (1997) 

believe that such a perceptual rigidity does not necessarily exist only on an organisational level but can be 

shared by that of the society. To avoid such disruptions, an organisation has to culturally readjust by learning 

from minor disruptions and άόΧύ not necessarily according to the severity of the consequences which follow 

from them, but according to their unexpectedness with regard to the prevailing institutionally accepted 

models of the worldέ (Turner & Pidgeon, 1997, p. 128). It is therefore important to understand the context 

or the social setting in which the risk assessment unfolds at TCAS (Turner & Pidgeon, 1997).  

A central criticism to the anticipatory practice of risk management is the often intractable practice of risk 

management. The Man-Made Disaster model is criticised for being retrospective, as accident causations 

often become clear and visible only after an accident. Precursor events and information are thus often found 

to be ignored or not fully appreciated in an organisation following an accident (Turner & Pidgeon, 1997). To 

ŜȄǇƭƻǊŜ ŀƴŘ ƳƛǘƛƎŀǘŜ Ǌƛǎƪ ƛƴ ŀƭƭ ƻŦ ƛǘǎ ŀǎǇŜŎǘǎ ƛǎ ŀƴ ƛƴŦƛƴƛǘŜ ŀƴŘ ƛƴǘǊŀŎǘŀōƭŜ ǇǊƻŎŜǎǎΣ ōŜŎŀǳǎŜ άthe human 

imagination can concoct infinite modes of destructionέ (Wildavsky, 1988, p. 92). This will result in never-

ending risk assessments. Hazards and risks also often do not materialise, or the risks an organisation focuses 

ƻƴ ƳƛƎƘǘ ŜƴŘ ǳǇ ōŜƛƴƎ ǘƘŜ ǿǊƻƴƎ ƻƴŜǎΦ ¢Ƙƛǎ ƛǎ ŀ ƪƴƻǿƴ ǇƘŜƴƻƳŜƴƻƴ ǘƘŀǘ Ƙŀǎ ōŜŜƴ ƭŀōŜƭƭŜŘ ŀ άdecoy 

problemέ (Turner & Pidgeon, 1997, p. 48). 

3.3. ORGANISATIONAL RESILIENCE 

To define organisational resilience, it is important to address the question of what organisational safety is. It 

can be difficult to define the things that constitute being safe in an organisation, which in essence is 

characterised by complexity and ambiguity with inherent and unavoidable hazards. However, to account for 

organisational resilience and use it as a contribution to the theoretical framework in further research, an 

exposition of the link between safety, risk, and resilience will be explored. 
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3.3.1. NEXUS BETWEEN SAFETY AND RISK 

Based on the literature, safety in a socio-technical system and its operations are often divided into two 

categories. In the first category, safety equals the total absence of accidents or adverse outcomes as 

suggested, among others, by Leveson (2011, p. 11), ǿƘƻ ŘŜŦƛƴŜǎ ǎŀŦŜǘȅ άόΧύ ŀǎ ǘƘŜ ŀōǎŜƴŎŜ ƻŦ ŀŎŎƛŘŜƴǘǎΣ 

where an accident is an event involving an unplanned and unacceptable loss. To increase safety, the focus 

should be on eliminating or preventing hazardsέΦ !ǎ Aven (2013) points out, the concept of ΨŀōǎŜƴŎŜ ƻŦ 

accidentsΩ ƛǎ ƛƴ ŎƻƴŦƭƛŎǘ ǿƛǘƘ ǘƘŜ ǾŜǊȅ ƴŀǘǳǊŜ ƻŦ ǘƘŜ ǿƻǊƭŘΣ ŀǎ ǘƘŜ ǿƻǊƭŘ ƛǎ ŎƻƴǎƛŘŜǊŜŘ ǘƻ ōŜ ǎǘƻŎƘŀǎǘƛŎ, and 

therefore no one knows whether accidents will occur or not. In the second category, safety is associated with 

low and acceptable risk, as described by ICAO (2013b, p. 17) ŀǎ άόΧύ the state in which the possibility of harm 

to persons or of property damage is reduced to, and maintained at or below, an acceptable level through a 

continuing process of hazard identification and safety risk managementέΦ ¢ƘŜ ƴƻǘƛƻƴ ǘƘŀǘ ǘƘŜ ƘƛƎƘŜǊ ǘƘŜ ǊƛǎƪΣ 

the lower the safety, and vice versa, has been contested by Möller, Hansson, and Peterson (2006, p. 430), as 

epistemological uncertainties are inseparable ŦǊƻƳ ǎŀŦŜǘȅΤ ŀŎŎƻǊŘƛƴƎƭȅΣ ƛǘ ƛǎ άόΧύ ǇŀǊŀƳƻǳƴǘ ǘƻ Ǝƻ ōŜȅƻƴŘ the 

simple view of safety as the antonym of risk, even if risk is understood in the two-dimensional wayέΦ 

When safety is seen as a condition that exists when adverse outcomes do not occur, safety can be viewed as 

an epiphenomenon (Hollnagel, 2013). An epiphenomenon is a secondary phenomenon that accompanies 

and is caused by a primary phenomenon and therefore has no effect of its own. To overcome this problem, 

safety has been defined as a dynamic non-event3 (Weick, 1987; Weick & Sutcliffe, 2007). When safety is 

present, there are no adverse outcomes; this is accordingly labelled a non-event, as nothing goes wrong. 

Weick and Sutcliffe (2007) explain that safety is both dynamic and invisible, which creates some problems. It 

is dynamic, because άwhat produces the stable outcome is constant change rather than continuous repetition. 

To achieve this stability, a change in one system parameter must be compensated for by changes in other 

parametersέ (Reason, 1997, p. 37). It is also invisible in the sense that people fail to realise how often their 

actions could have resulted in mistakes but did not and that a safe action will not deviate from what is 

expected, thus resulting in nothing to be aware of. People will consequently continue to act as usual, as they 

presume that nothing is wrong (Weick, 1987). 

As outlined above, safety is difficult to define precisely. No matter how, TCAS, or any other organisation for 

that matter, looks at safety and risk, it will present some challenges for the organisation. If TCAS correlates 

total safety with the absence of adverse outcomes, it can be disputed, as the world is stochastic and must be 

considered to be in constant change, where outcomes may never be fully comprehensible and manageable. 

                                                           
3 Although ²ŜƛŎƪΣ ƛƴ Ƙƛǎ ƻǊƛƎƛƴŀƭ ǿƻǊƪΣ ǘŀƭƪǎ ŀōƻǳǘ ΨǊŜƭƛŀōƛƭƛǘȅ ŀǎ ŀ ŘȅƴŀƳƛŎ ƴƻƴ-ŜǾŜƴǘΩΣ Ƴŀƴȅ ŀǳǘƘƻǊǎ ƘŀǾŜ ǇƻƛƴǘŜŘ ƻǳǘ 
the unmissable similarity to safety (Hollnagel, 2013; Reason, 1997). 
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However, if TCAS associates safety with low and acceptable risk, they reduce the complex world to a 

simplified view, seeing risk as the antonym of safety. As safety, in Weicks view, is a dynamic non-event, where 

one can focus on the things that produce a stable outcome, a nexus between safety and risk must be 

acknowledged to exist. However, the degree between safety and risk must be considered questionable. To 

overcome such challenges, this research includes collective mindfulness to broaden the risk perspective 

where not only probabilities are sought, but also a knowledge dimension, the unforeseen and the potential 

for surprises (Aven & Krohn, 2014). Thinking about risk in this way increases the acknowledgement and 

incorporation of principles that give weight to uncertainties rather than more mechanical procedures and 

probability-founded risk acceptance criteria. This broadened risk perspective acknowledges that risks cannot 

always be measured in an objective way, and thus risk management activities needs to reflect this (Aven & 

Krohn, 2014). 

3.3.2. ORGANISATIONAL PRECURSOR RESILIENCE 

Resilience has long been a dominant concept within psychology and ecology and has recently gained 

attention within crisis management and organisational studies (Boin & Van Eeten, 2013). There has long been 

a debate about the things that create resiliency and how an organisation becomes resilient. When an 

ƻǊƎŀƴƛǎŀǘƛƻƴ ŦŀŎŜǎ ǘǊƛŀƭ ŀƴŘ ŀŘǾŜǊǎƛǘȅΣ ŀ ǊŜǎƛƭƛŜƴǘ ƻǊƎŀƴƛǎŀǘƛƻƴ ƛǎ ǎŀƛŘ ǘƻ άbounce backέ (Wildavsky, 1988, p. 

77) ƻǊ ŜǾŜƴ άbounce back betterέ ŦǊƻƳ ǘƘŜ ǎǘŀǊǘƛƴƎ Ǉƻƛƴǘ (Weichselgartner & Kelman, 2014). Wildavsky (1988) 

has been considered to be among the first to introduce the concept of resilience in social science in response 

to the obsession with risk prevention after the Cold War (Comfort et al., 2014). One of the challenges of 

organisational resilience is that it is not an observable phenomenon; as Boin and Van Eeten (2013) note, 

resilience is something one presumes must have been present in an organisation that has successfully 

survived a crisis. As resilience has been, and still is, an emergent concept within organisational studies, the 

concept faces three conceptual continuums divided by two opposites, proactive and reactive (Comfort et al., 

2014). The first continuum is a time-dimension challenge, where resilience can refer either to the 

preventative activities prior to a disruption or, in the wake of a crisis, to the recovery activities (Boin & Van 

Eeten, 2013; Comfort et al., 2014; Macrae, 2014). If prior to a disruption, resilience has been labelled 

Ψprecursor resilienceΩ ŀƴŘ Ŏŀƴ ōŜ ŘŜŦƛƴŜŘ ŀǎ ǘƘŜ άability to accommodate change without catastrophic failure 

όΧύέ (Wise et al., 1993, p. 93). On the other hand, resilience in response to a crisis to bounce back has been 

ƭŀōŜƭƭŜŘ Ψrecovery resilienceΩΣ ŀƴŘ Ŏŀƴ ōŜ ŘŜŦƛƴŜŘ ŀǎ άthe ability to respond to singular or unique eventsέ 

(Kendra & Wachtendorf, 2003, p. 42). A second continuum relates to the severity of the disturbance and 

addresses whether resilience should relate only to extreme adversity or also should encompass routine and 

foreseeable disturbances (Comfort et al., 2014). The third and final continuum between the two poles of 

resilience is the state of return that resilience has to accomplish. Is the system considered resilient if it returns 
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to a new status quo, and thus bounces back stronger and better than the initial starting point, or should 

resilience only make the socio-technical system function again, thus referring to the capacity to remain 

functioning when a crisis strikes (Comfort et al., 2014)? By ascertaining all three continuums, the following 

ƛƴǘŜƎǊŀǘƛǾŜ ŘŜŦƛƴƛǘƛƻƴ ƻŦ ǊŜǎƛƭƛŜƴŎŜ Ƙŀǎ ōŜŜƴ ǇǊƻǇƻǎŜŘΥ άResilience is the capacity of a social system (e.g., an 

organization, city, or society) to proactively adapt and recover from disturbances that are perceived within 

the system to fall outside the range of normal and expected disturbancesέ (Comfort et al., 2014, p. 9). 

As this research focuses on how risk assessments in relation to MoCs contribute to organisational precursor 

resilience, only one of the extreme 4 poles of resilience is pursued. Since risk assessment in relation to an MoC 

can be considered a proactive method in preventing adverse outcomes from materialising into accidents, 

precursor resilience will thus be the focal concept. The strength of precursor resilience places resiliency 

before a disturbance and sees resilient organisations as organisations that "recognise, adapt to and absorb 

variations, changes, disturbances, disruptions, and surprises" (Hollnagel et al., 2006, p. 3); the resilient 

organisation "scans its environment, monitors impending changes, and rolls with the punches. A true mark of 

resilience is thus the ability to negotiate flux without succumbing to it" (Comfort et al., 2014, p. 8). Although 

the importance of recovery resilience should not be neglected, it falls beyond the scope of the present 

research. 

While /ƻƳŦƻǊǘ Ŝǘ ŀƭΦΩǎ όнлмпύ definition of resilience encompasses the whole spectrum of resilience, it leaves 

the type of disruptions up for questioning (Macrae, 2014). While drawing upon the work of Turner and 

Pidgeon (1997) and the cultural component of disaster, Macrae (2014) distinguishes between the material 

and cultural views of disruptions, ascertaining that the disruption can both be primarily cultural and symbolic 

as well as material in its meaning. The distinguished meaning of disruption is an important contribution to 

this research, as adversities does not need to be about errors in the conducted risk assessments but rather 

may involve errors in the organisational activities. Macrae (2014) therefore largely builds upon the 

knowledge of the Man-Made Disaster and the cultural understanding of disasters and how to turn that 

knowledge, into prevention.  

3.3.3. SAFETY AS RISK RESILIENCE 

Going back to the original question: What is organisational safety? The answer to this question has yet to be 

determined fully, but by combining safety and resilience, Macrae (2014) has conceptualised risk resilience. 

As discussed above, safety and risk are intertwined and apparently inseparable. Through ethnographic 

fieldwork and research, Macrae (2014) studied several airlines and their practical understanding of safety 

                                                           
4 To use the phrase of the original author (Comfort et al., 2014, p. 8). 
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and risk management. He found that safety within these organisations is understood in organisational terms 

άόΧύ ŀǎ ŀƴ ƻǊƎŀƴƛǎŀǘƛƻƴŀƭ ŎŀǇŀŎƛǘȅ ǘƘŀǘ ƛǎ ǇǊƻŘǳŎŜŘ ōȅ ƴŜǘǿƻǊƪǎ ƻŦ ŘŜŦŜƴǎƛǾŜ ǇǊŀŎǘƛŎŜǎ ǘƘŀǘ ǇǊƻǘŜŎǘ 

organisational activity against the potential for catastrophic breakdownsέ (Macrae, 2014, pp. 74-75). In these 

terms, risk is understood as the deterioration of the organisational capacity to ensure safety and thus entails 

that organisational risks are systemic deficiencies or weaknesses in safety defences, which leave the 

organisational activities unprotected, uncontrolled and exposed to potentially catastrophic breakdowns 

(Macrae, 2014). In conjunction with the above exposition of precursor resilience, safety is thus not 

ǳƴŘŜǊǎǘƻƻŘ ŀǎ ǊŜǎƛƭƛŜƴŎŜ ǘƻ ŦŀƛƭǳǊŜΣ ōǳǘ ƛƴǎǘŜŀŘ ŀǎ ǊŜǎƛƭƛŜƴŎŜ ǘƻ ǊƛǎƪΦ wƛǎƪ ǊŜǎƛƭƛŜƴŎŜ ƛǎ ƘŜƴŎŜ άthe organisational 

capacity to protect against the potential for operational disruptions developing into disabling breakdowns in 

organisational activityέ (Macrae, 2014, p. 75). {ŀŦŜǘȅ ƛǎ ǘƘǳǎ ƴƻǘ ƳŜǊŜƭȅ ŀōƻǳǘ ŀƴ ƻǊƎŀƴƛǎŀǘƛƻƴΩǎ ŎŀǇŀōƛƭƛǘȅ ǘƻ 

predict and forecast probable risks and to have adequate barriers in place but about continual and persistent 

organisational activities to find and correct deficiencies and to address those safety issues. Organisational 

safety thus necessitates having systems and work routines in place in order to respond to failures, as well as, 

and most importantly, making sure that those systems function at all time and are activated when needed. 

The safety practices that take place should thus be performed routinely and depend on tested and proven 

practices (Macrae, 2014). wŜŦŜǊǊƛƴƎ ǘƻ ǘƘŜ ŜŀǊƭƛŜǊ ŘƛǎŎǳǎǎƛƻƴ ƻŦ ǘƘŜ ƴŜȄǳǎ ōŜǘǿŜŜƴ Ǌƛǎƪ ŀƴŘ ǎŀŦŜǘȅΣ ƛƴ aŀŎǊŀŜΩǎ 

view, safety should not only be determined by the lack of adverse outcomes or the predicted likelihood and 

severity of these outcomes but also by the organisational capacity to protect the activities against 

breakdowns when encountering operational disruptions. Safety is thus absent when the organisational 

capacity for protecting against risk is considered insufficient (Macrae, 2014). 

3.4. COLLECTIVE MINDFULNESS 

Based on the empirical research of a group of scholars from the University of California, Weick et al. (1999) 

link five social processes within HRO that help organisations to suppress propensities towards inertia. A 

minimum of five social processes provides the cognitive infrastructure that enables an organisation to learn 

adaptively as well as to provide reliable performance. Collective mindfulness is divided between three 

cognitive processes that focuses on anticipation before an incident and ǘƘǳǎ ΨŜȄǇŜŎǘΩ ǘƘŜ ǳƴŜȄǇŜŎǘŜŘΣ 

whereas the final two cognitive processes deal with the containment after an incident has occurred. This 

research focuses on the first three cognitive processes, as the risk assessment process in relation to an MoC 

deals with the prevention of incidents before they materialise. A brief introduction of the last two principles 

will, however be made, to give a more uniform and holistic insight into the theoretical framework. By 

separating the two different views on collective mindfulness, the present research seeks to offer a more in-

depth analysis of the anticipation area. It is important to emphasise that the researcher does not contest the 

importance of the last two containment principles. Successful HROs do not ignore foresight and anticipation 
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but rather recognise and are mindful of their limitations (Weick & Sutcliffe, 2007); ŀǎ άόΧύ ǳƴŜȄǇŜŎǘŜŘ ŜǾŜƴǘǎ 

often force organizations to be reactive rather than proactiveέ (Weick & Sutcliffe, 2007, p. 81). As the study 

focuses on precursor resilience rather than recovery resilience, it will also focus on the principles of 

anticipation rather than containment in the collective mindfulness theory. 

The five social cognitive processes that characterise HROs according to Weick et al. (1999) are illustrated 

below: 

 

Figure 5 ς Collective Mindfulness (Weick et al., 1999) 

An important feature of collective mindfulness is that there is a natural variation in the performance at the 

workplace, but stability in the cognitive processes exists to make sense of this performance (Weick et al., 

1999). In this view, reliable outcomes are the result of stable cognition towards the varying processes and 

performance at the workplace to discover and correct adverse and unwanted events. Thus, the revision of 

current processes, procedures and problems is only possible due to stable processes of understanding, 

evidence collection, detection, evaluation, and revising when new events and information emerge (Weick et 

al., 1999). !ƴ ŀƴŀƭȅǎƛǎ ƻŦ ǘƘŜ 5ƛŀōƭƻ /ŀƴȅƻƴ ǳƴŘŜǊƭƛƴŜǎ ǘƘƛǎ ǾŜǊȅ ŎƘŀǊŀŎǘŜǊƛǎǘƛŎ ǿƘŜƴ άόΧύ ǊŜƭƛŀōƛƭƛǘȅ ƛǎ ƴot the 

outcome of organizational invariance, but, quite the contrary, results from a continuous management of 

fluctuations both in job performance and in overall department interactionέ (Schulman, 1993, p. 369). The 

above illustration of collective mindfulness depicts the five cognitive processes that continuously allows for 

reliability. 

! ƭƛƳƛǘŀǘƛƻƴ ƻŦ Iw¢ ƛǎ ǘƘŀǘ άHigh reliability hazardous organizations are seen as 'rational' in the sense that 

they have highly formalized structures and are oriented towards the achievement of clear and consistent 

goals (in this case, extremely reliable and safe operations). They are relatively 'closed systems' in the sense 

that they go to great efforts to minimize the effects that actors and the environment outside the organization 

have on the achievement of such objectivesέ (Sagan, 1995, p. 17). However, the assertion that HROs are seen 
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ŀǎ ΨŎƭƻǎŜŘ ǎȅǎǘŜƳΩ Ƙŀǎ ōŜŜƴ ŎƻƴǘŜǎǘŜŘ ōȅ LaPorte (1996). According to LaPorte (1996), HROs are significantly 

ƛƴŦƭǳŜƴŎŜŘ ōȅ ǘƘŜ ŜȄǘŜǊƴŀƭ ŜƴǾƛǊƻƴƳŜƴǘ ŀƴŘ ŀǊŜ ŘŜǇŜƴŘŜƴǘ ƻƴ ŜȄǘŜǊƴŀƭ ǎǳǇǇƻǊǘΦ Iwhǎ ǊŜǉǳƛǊŜ άcontinuous 

attention to both achieving organizational missions and avoiding serious failures requires sustained 

interaction with elements in the external environment, not only to insure resources, but, as importantly, to 

support internal resolve to maintain internal relations όΧύ and to sustain HROs' culture of reliabilityέ (LaPorte, 

1996, p. 65). LaPorte (1996) emphasises that external support for achieving the internal conditions of reliable 

performance is possibly the most important of all the properties of HROs. LaPorte (1996) expresses that HRO 

performance is centrally associated with the extraordinarily cooperative behaviour within the organisation 

itself but highlights that continuous reliable performance would be difficult to sustain in the absence of 

external re-enforcement. A prerequisite for HROs is therefore to have a stable environment that provides 

the necessary conditions to continue and develop as a HRO. If the conditions pertaining to the external 

environment are not stable, HROs would rapidly end up in trouble. 

²ŜƛŎƪ Ŝǘ ŀƭΦΩǎ όмфффύ perspective on collective mindfulness is continuous awareness of any adverse 

information and experiences and using that information as a new frame of interpretation. A rather trenchant 

contrast exists between traditional organisations, or so-called non-HROs and the exemplary HROs; the focus 

in non-HROs is pointed towards success rather than failure, and efficiency rather than reliability. Non-HROs 

thus use fewer of the five social processes than HROs, and therefore non-HROs have a tendency to drift into 

behavioural patterns resembling a kind of autopilot, or what has been termed inertia or mindlessness, where 

an organisation fails to acknowledge that a given situation can be perceived differently (Weick et al., 1999). 

Where the Man-Made Disaster theory ǎŜŜ ŦŀƛƭǳǊŜ ƻŦ ŦƻǊŜǎƛƎƘǘ ŀǎ άόΧύ ǘƘŜ ŎƻƭƭŀǇǎŜ ƻŦ ǇǊŜŎŀǳǘƛƻƴǎ ǘƘŀǘ ƘŀŘ 

hitherto been regarded culturally as adequateέ (Turner, 1976, p. 380) should organisations that exercises 

collective mindful be able to combat against those blind spots. It is therefore interesting for this research to 

ǎŜŜ Ƙƻǿ ¢/!{Ωǎ Ǌƛǎƪ ŀǎǎŜǎǎƳŜƴǘ ǇǊƻŎŜǎǎ ǳƴŦƻƭŘǎ ŀƴŘΣ ƳƻǊŜ ƛƳǇƻǊǘŀƴǘƭȅΣ ǘƻ ǎŜŜ ƛŦ ǘƘŜȅ ŀǊŜ ŘƛǎǇƭŀȅƛƴƎ ŎƻƭƭŜŎǘƛǾŜ 

mindfulness of that process. 

The five social processes will be elaborated in the next five subchapters, where emphasis will be placed on 

the first three social processes. 

3.4.1. PREOCCUPATION WITH FAILURE 

Analytic error is a chronic worry in HROs and it is this property that gives HROs much of their unique quality 

(Weick et al., 1999). As HROs seldom see errors, they are preoccupied with failure and convert even small 

amounts of data into learning points. Contemporary development of organisations leads to organisational 

procŜǎǎŜǎ ǘƘŀǘ ǎŜŜƪ ǘƻ ŀǾƻƛŘ ŜǊǊƻǊǎΦ IƻǿŜǾŜǊΣ ŜǊǊƻǊǎ ŀǊŜ ǊƻǳǘƛƴŜƭȅ ƳŀŘŜΣ ŀƴŘ Iwhǎ ŘƻƴΩǘ ƴŜƎƭŜŎǘ ƻǊ ŎƻƴŎŜŀƭ 

these errors (LaPorte & Consolini, 1991). Instead, effective HROs encourage the reporting of errors and 
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ensure that all these reports get full attention. A noteworthy example of this is [ŀƴŘŀǳ ŀƴŘ /ƘƛǎƘƻƭƳΩǎ όмффрύ 

story of a seaman on the nuclear aircraft carrier USS Carl Vinson. The seaman lost a tool and reported it, 

resulting in a halt of all aircraft landings. Over 100 crew members searched for the tool until it was found. 

The next day, a ceremony took place to commend the seaman for reporting the lost tool. 

HROs stand out from non-HROs in their approach to the consequences of near-misses. Where non-HROs see 

a near-miss as a state of success, HROs sees near-misses as indicative of impending danger and the reality of 

safety (Weick et al., 1999). When organisations succeed again and again, they breed confidence and fantasy 

(Starbuck & Milliken, 1988, p. 329), which make them vulnerable as they become more and more self-

confident and trusting of their own competencies. This success leads people to drift towards complacency, 

inattention and habituated routines, with the justification that they are optimising procedures and cutting 

away superfluous redundancy (Weick et al., 1999). HROs interprets complacency as a failure of striving, 

inattention as a failure of foresight, and habituation as a failure of continuous adjustment (Weick et al., 1999). 

The preoccupation with failure is not a question of whom, but of what, one can count on (Weick & Sutcliffe, 

2007). When HROs is preoccupied with failure, they are preoccupied with maintaining reliable performance, 

and this is considered a system issue. A system issue focuses on processes and institutionalised deficiencies 

instead of blaming the shortcomings of individuals. As such, preoccupation with failure should generate 

knowledge and learning points rather than blame (Weick & Sutcliffe, 2007). Firstly, HROs are predominantly 

more preoccupied with detecting smaller errors, as they can be clues to additional errors in other parts of a 

system. Secondly, HROs work harder to anticipate and specify mistakes that they want to avoid (Weick & 

Sutcliffe, 2007). Although human error still dominates many aspects of modern society (Dekker, 2006; 

Pettersen, 2008), non-HROs are more likely to fall into the easy trap of appointing blame. 

Other researcher (Aven & Krohn, 2014) have also applied collective mindfulness to the more traditional risk 

assessment process where large uncertainties exist, to broaden the risk assessment scope. In their work, they 

found that the preoccupation with failure could be strengthened by incorporating the knowledge dimension. 

The process is started by making a list of all types of risk in regards to the three dimensions: assigned 

probability, consequences and strength of knowledge. A review of all possible arguments and evidence for 

the occurrence of these risk events is then carried out. If a risk perspective is aimed at a probability-based 

perspective, the focus on early signals and warnings will be limited in intercepting and staying sensitive to 

unforeseen signals and warnings, as early signals and warnings are closely linked to the uncertainty and 

knowledge dimensions (Aven & Krohn, 2014). 
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Figure 6 ς Risk when incorporating the knowledge dimension (Aven & Krohn, 2014) 

3.4.2. RELUCTANCE TO SIMPLIFY INTERPRETATIONS 

According to Turner and Pidgeon (1997), all members of an organisation simplify their complex tasks, 

allowing them to ignore data and keep going. However, too much simplification can be dangerous for HROs, 

as it limits the foresight and precautions that people take. These simplifications enhance the chance of 

surprises and allow for the accumulation of irregularities (Weick et al., 1999). This simplification can create 

an organisation that ignores the same things and overlooks things that can surprise them and lead to 

potential accidents (Weick et al., 1999). While non-HROs often ignore things they do not know, HROs are 

conscious of and acknowledge the things that they do not know and thus pay attention to these things. Xiao, 

Milgram, and Doyle (1997) found that non-HROs socialise their employees to ignore the same things, which 

leads to employees making several assumptions, whereas HROs socialise their employees to notice more and 

thus to make fewer assumptions. Non-HROs are therefore seen as a homogenous group of collective thinkers 

and doers. 

To minimize the temptation to simplify complex working tasks, HROs cultivate requisite variety, because they 

are convinced that a complex system is needed to sense a complex environment (Weick et al., 1999). 

Requisite variety is closely linked with requisite imagination; the latter refers to the thought and 

understanding of the ways in which things can go wrong, which allows for a diversity of thinking and 

imagining of possible failure scenarios (Reason, 1997; Westrum, 1992). Requisite imagination is a paraphrase 

of ǊŜǉǳƛǎƛǘŜ ǾŀǊƛŜǘȅΤ ǘƘŜ ƭŀǿ ƻŦ ǊŜǉǳƛǎƛǘŜ ǾŀǊƛŜǘȅ ǎǘŀǘŜǎ ǘƘŀǘ άƻƴƭȅ ǾŀǊƛŜǘȅ όΧύ Ŏŀƴ ŘŜǎǘǊƻȅ ǾŀǊƛŜǘȅέ (Ashby, 1956, 

p. 207). This means that a system can only protect itself against unwanted variety by possessing at least the 

same amount of variety. Systematic variety thus requires at least the right variety in responses to deal with 

variety of unwanted problems. Some of these complex varieties of opinions appear as committees, frequent 

adversarial reviews, new employees with no prior experience, frequent job rotation, retraining, and meetings 

(Weick et al., 1999). However, this great effort in matching internal complexity with external complexity is 

also used as a critique of HROs (Perin, 1995). Perin (2006) describes organisational complexity as an 



 

THEORETICAL FRAMEWORK 
COLLECTIVE MINDFULNESS 

33 

 

 
ORGANISATIONAL RISK RESILIENCE 
RISK ASSESSMENTSΩ CONTRIBUTION TO ORGANISATIONAL PRECURSOR RESILIENCE 

άinfrastructure of conundrumsέΣ ōŜŎŀǳǎŜ άthe main problem in complex systems is that designers and 

operators όΧύ ƪƴƻǿ ǘƘŀǘ ǘƘŜȅ ƘŀǾŜ ƴƻǘ ƛƳŀƎƛƴŜŘΣ ŘŜŘǳŎŜŘΣ ƻǊ ŜȄǇŜǊƛŜƴŎŜŘ ŀƭƭ ƻŦ ǘƘŜ ǿŀȅǎ ƛǘ Ŏŀƴ ƎŜƴŜǊŀǘŜ 

unexpected eventsέ (Weick & Sutcliffe, 2007, p. 44). Schulman (1993) links requisite variety with conceptual 

ǎƭŀŎƪΣ ŘŜŦƛƴŜŘ ŀǎ άa divergence in analytical perspectives among members of an organization over theories, 

models, or causal assumptions pertaining to its technology or production processesέ (Schulman, 1993, p. 364). 

These divergent perspectives provide an organisation with a broader insight and variety of inputs about the 

handling of activities and solutions, rather than what organisations are doing. Although in non-HROs 

disagreement and conflicts can be provoked by these diverse opinions, HROs put great effort into making 

sure that the practice and management of disagreement is allowed (Weick et al., 1999). The notion of 

requisite imagination resembles what Turner and Pidgeon (1997) ǘŜǊƳŜŘ ŀ ǎǘŀǘŜ ƻŦ ΨǾŀǊiable disjunction of 

ƛƴŦƻǊƳŀǘƛƻƴΩΣ ǿƘŜǊŜ ŜŀŎƘ ǇŜǊǎƻƴ ƘƻƭŘǎ ǎƭƛƎƘǘƭȅ ŘƛŦŦŜǊŜƴǘ ƛƴŦƻǊƳŀǘƛƻƴ ŀƴŘ ǘƘŜǊŜŦƻǊŜ ǘŜƴŘǎ ǘƻ ŎƻƴǎǘǊǳŎǘ ǎƭƛƎƘǘƭȅ 

different opinions of what is happening. HROs deal with this by balancing safety and productivity and thus 

counteract the variable disjunction of information by allocating sufficient time, money and energy in the 

organisational activities, because HROs deem it relevant and necessary to exchange differing interpretations, 

unlike non-HROs. 

When non-HROs accept simplifications over time, they may in fact end up in the situation that Vaughan 

(1996) has termed normalisation of deviance, later called practical drift by Snook (2000), where known errors 

incrementally increase the acceptable risk criteria. A five-step decision-making pattern constitutes 

normalisation of deviance: 1) signals of potential danger; 2) official act acknowledging escalated risk; 3) 

review of evidence; 4) discussion of the deviant behaviour where official acts indicate normalisation of 

deviance, in which a revised working norm is defined; and 5) judgement of risks as acceptable according to 

the new working norm (Turner & Pidgeon, 1997; Vaughan, 1996). However, by implementing an unusual 

form of redundancy ς scepticism ς HROs are able to preserve awareness of simplifications. This type of 

redundancy occurs when a second opinion confirms, for example, one report, and two observations are made 

instead of one (Weick et al., 1999). 

In !ǾŜƴ ŀƴŘ YǊƻƘƴΩǎ όнлмпύ findings on risk assessment and the reluctance to simplify principle, they highlight 

that decision makers will not allow for judgement of risk to be based solely on simple risk matrices. Based on 

the earlier discussion of the nexus between safety and risk in chapter 3.3.1, risk should be understood as 

more than probabilities and consequences. By using the reluctance to simplify principle in risk assessment, 

one goes beyond the simple view of risks and thus highlights the overall system understanding, the 

ƪƴƻǿƭŜŘƎŜ ǳǇƻƴ ǿƘƛŎƘ ǘƘŜ ǇǊƻōŀōƛƭƛǘȅ ƛǎ ōŀǎŜŘΣ ǘƘŜ ǎƛƎƴŀƭǎ ŀƴŘ ǿŀǊƴƛƴƎǎΣ ǘƘŜ ΨǳƴǘƘƛƴƪŀōƭŜΩ ǎŎŜƴŀǊƛƻǎ ŀƴŘ 
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potential surprises (Aven & Krohn, 2014). They further explain that one should not rely on simple rules of 

thumb, as such rǳƭŜǎΣ ǿƘŜǘƘŜǊ ǘƘŜȅ ŀǊŜ ΨǘǊǳǘƘǎΩ ƻǊ ŀǎǎǳƳǇǘƛƻƴǎΣ Ŏŀƴ ƭŜŀŘ ǘƻ ǎǳǊǇǊƛǎŜǎ (Aven & Krohn, 2014) 

3.4.3. SENSITIVITY TO OPERATIONS 

Where preoccupation with failure is about detecting small anomalies in the socio-technical system, and 

reluctance to simplify refers to the concepts and tools that employees have at hand to do the detecting, 

sensitivity to operations is about the actual work taking place and about seeing the things people truly are 

doing irrespective of what they were supposed to do based on procedures, intentions, and agreed-upon work 

practices (Weick & Sutcliffe, 2007). When HROs are sensitive to operations, Weick and Sutcliffe (2007) argue, 

these organisations are responsive to the messy reality inherent in most socio-technical systems. Weick and 

Sutcliffe (2007) refer ǘƻ ǎŜƴǎƛǘƛǾƛǘȅ ǘƻ ƻǇŜǊŀǘƛƻƴǎ ŀǎ ǘƘŜ ŀōƛƭƛǘȅ ǘƻ ƳƻƴƛǘƻǊ ŀƴŘ ǊŜǎǇƻƴŘ ǉǳƛŎƪƭȅ ǘƻ άόΧύ 

expectable interactions within a complicated, often opaque system and responding promptly to those not 

expectedέ (Perin, 2006, p. XVI). 

Weick et al. (1999) ŘǊŀǿǎ ǇŀǊŀƭƭŜƭǎ ǘƻ ΨƘŀǾƛƴƎ ǘƘŜ ōǳōbƭŜΩ (Roberts & Rousseau, 1989) ŀƴŘ Ψǎƛǘǳŀǘƛƻƴŀƭ 

ŀǿŀǊŜƴŜǎǎΩΦ ¢ƘŜ ŦƛǊǎǘ ƛǎ ŘŜǎŎǊƛōŜŘ ŀǎ ŀ ŎƻƎƴƛǘƛǾŜ ƳŀǇ ǘƘŀǘ ƛǎ ŎƻƴǎǘǊǳŎǘŜŘ ŀƴŘ ƳŀƛƴǘŀƛƴŜŘΣ ŀƭƭƻǿƛƴƎ ŦƻǊ ŀƴ 

integrated big image of the operations (Rochlin, 1997). ¢ƘŜ ƭŀǘǘŜǊ Ƙŀǎ ōŜŜƴ ŘŜŦƛƴŜŘ ŀǎ άόΧ) the perception of 

the elements in the environment within a volume of time and spaceέ (Endsley, 1997, p. 270). When people in 

HROs are having the bubble, their alertness prevails in catching errors in the moment of misinterpretation, 

overload, decoys, mixed signals, surprises, near misses, warnings, clues, and anomalies (Weick et al., 1999). 

²ƘŜƴ ǇŜƻǇƭŜ ŘǊƛŦǘ ŀǿŀȅ ŦǊƻƳ ǘƘƛǎ ǎǘŀǘŜ ƻŦ ŀƭŜǊǘƴŜǎǎΣ ǘƘŜȅ ŘǊƛŦǘ ǘƻǿŀǊŘǎ άautomation surprisesέ (Miller & 

Woods, 1997, p. 143), which occur when a loss of sensitivity leads people to face an unfamiliar situation and 

to lose valuable time in seeking the right answer. HROs counteract this by maintaining situational awareness, 

as this diminishes the occurrence of automation surprises and shortens the period of inaction (Weick et al., 

1999). However, the concept of having the bubble might be misleading in the literature. The literature 

suggest that individuals possess the correct representation of a complex environment, whereas this is not 

possible in fallible people (Weick et al., 1999). As HROs allows for the interchange of information between 

people in complex socio-technical systems, individuals thus create a network of bubbles, where shared 

accomplishment and varying focus coexist between groups of people. Consequently, sensitivity to operations 

is a collective mental representation where multiple bubbles exist, where information is allowed and wanted 

to be exchanged freely within an HRO (Weick et al., 1999). 

An ideal example of situational awareness is the continual tension between safety and productivity. HROs 

ŀǊŜ ƳƻǊŜ ŀǿŀǊŜ ƻŦ ǘƘŜ ǇǊŜǎǎǳǊŜǎ ƻŦ ƻǾŜǊƭƻŀŘ ŀƴŘ ƛǘǎ ƛƳǇŀŎǘ ƻƴ ǎŀŦŜǘȅ ƛǎǎǳŜǎΣ ǎǳŎƘ ŀǎ άwhen air traffic 

controllers gather around a person working a very high amount of traffic and look for danger pointsέ (Weick 
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et al., 1999, p. 44). As suggested by Endsley (1995), cited in Weick et al. (1999, p. 44), situation awareness 

άemerges from the perception of elements in the environment, the synthesis of discrete elements in order to 

achieve comprehension of the current situation, and the projection into the future to envision possible future 

states of the situationέΦ 

A technological culture is often found within complex technologies operating in complex environments such 

as nuclear plants, the aviation industry and the Challenger disaster (Vaughan, 1996). This quantitative 

approach is often considered a threat in HROs, because both quantitative and qualitative knowledge should 

be weighted equally (Weick & Sutcliffe, 2007). It is important to note that the collective knowledge of failures, 

details, potential for recovery, and relevant past experience shapes the context in which the present 

operations either make sense or are reconstructed to make sense, however, this is a product of all five social 

processes and not solely the sensitivity to operations principle (Weick et al., 1999). 

Aven and Krohn (2014), who applied sensitivity to operations to risk assessment, argue that there have been 

strong indicators of something being flawed in the major accidents that have occurred in the oil and gas 

industry. Because of poor understanding of risk, precautionary action was never taken in these accidents. It 

is a challenge for the risk management to take all relevant warnings into account and identify those warnings 

that are decoy problems. Aven and Krohn (2014) suggest that informative characterisations of risk and 

uncertainties should be made, but, at the same time, organisations should not abandon the need for value 

judgements by relevant persons. Aven and Krohn (2014) also highlights the importance of giving weight to 

uncertainties in the decision-making process; however, a certain amount of care should be exercised, as such 

uncertainties easily can be misused. The risk assessments should thus be carried out by a professional analyst 

with no actual share in the risk decision process to avoid biased judgements. Such biased judgements, if risk 

assessments is conducted by decision makers, give an unbalanced and unfair characterisation of risk and 

uncertainties, which can be misused to obtain certain goals (Aven & Krohn, 2014). Sensitivity to operations 

thus involves receiving signals of something threatening the success of these risk assessments, where 

increased uncertainties requires compensating measures (Aven & Krohn, 2014). To comprehend and manage 

the unforeseen, in this research in risk assessment, a lot of training is required. Preparation is also needed 

(Aven & Krohn, 2014; Weick et al., 1999), and the next two mindful processes account for this. 

3.4.4. COMMITMENTS TO RESILIENCE 

Organisations must sometimes resort to containment, as errors, surprises and the unexpected can be difficult 

to anticipate. The two remaining social processes addressing containment will be elaborated in this 

subchapter and the next. Containment differs from anticipation, as its purpose is to prevent unwanted 

outcomes after an event has materialised, rather than to prevent the event from ever occurring (Weick & 
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Sutcliffe, 2007). When an organisation is resilient, according to Weick and Sutcliffe (2007), it is mindful about 

the errors that already have occurred and seeks to correct them before they cause more harm. When HROs 

are committed to resilience, they quickly recover their stability after an adverse event or are able to maintain 

ŀƴŘ ƻǇŜǊŀǘŜ ǘƘŜƛǊ ǎȅǎǘŜƳǎ ǳƴŘŜǊ Ŏƻƴǘƛƴǳƻǳǎ ǎǘǊŜǎǎΦ wŜǎƛƭƛŜƴŎŜ ƛǎ ǎŀƛŘ ǘƻ ōŜ ŀ ŦƻǊƳ ƻŦ ŎƻƴǘǊƻƭ ǿƘŜǊŜ άThe 

fundamental characteristic of a resilient organization is that it does not lose control of what it does but is able 

to continue and reboundέ (Hollnagel et al., 2006, p. 348). 

According to Weick and Sutcliffe (2007), resilience involves three abilities: first, the ability to absorb strain 

and keep functioning despite the presence of both internal adversity (e.g., rapid change or production 

pressures) and external adversity (e.g., increasing competition); second, the ability to bounce back from 

unwanted events; and third, the ability to learn from these unwanted events and develop as a result. 

3.4.5. UNDERSPECIFICATION OF STRUCTURES 

In HROs, hierarchical patterns of authority exist just as they do in non-HROs. The blunt end in non-HROs 

might get filtered messages about the state of the system, such that they believe that everything is running 

smoothly. HROs, on the other hand, are aware of this state of mind and have mastered the ability to alter 

the patterns of structures within an organisation when the situation becomes difficult (Weick & Sutcliffe, 

2007). Roberts, Stout, and Halpern (1994) has termed it up and down migrating decisions, because the 

decision migrates through the organisation in search of a person with relevant knowledge regardless of 

hierarchical status. Bourrier (1996) Ŏŀƭƭǎ ƛǘ ŀ ΨǾŜǊȅ ŦƭŜȄƛōƭŜ ŀƴŘ ŀŘŀǇǘƛǾŜ ƻǊƎŀƴƛǎŀǘƛƻƴΩ ǿƘŜǊŜ ŀ ŦƻǊƳŀƭ 

delegation of power is given to the sharp end supported by almost complete availability of top management 

at all times; hence, the imminent danger gets full attention at all levels of the organisation. Some HROs do 

ƴƻǘ ǎŜŜ ƛǘ ŀǎ ŀ ŦƻǊƳŀƭ ƘŀƴŘƛƴƎ ƻǾŜǊ ƻŦ ǇƻǿŜǊΣ ōǳǘ ŀǎ άόΧύ ŀ ŎƻƭƭŜŎǘƛǾŜΣ ŎǳƭǘǳǊŀƭ ōŜƭƛŜŦ ǘƘŀǘ ǘƘŜ ƴŜŎŜǎǎŀǊȅ 

capabilities lie somewhere in the systemέ (Weick et al., 1999, p. 49). Underspecification of structures is thus 

a heightened sensitivity to temporary problems, where an organisation decouples itself, thereby allowing 

more people to pitch in and make sense of the event that has taken place (Weick et al., 1999). 

3.5. THEORETICAL SUMMARY 

By expositing the above theoretical framework, this subchapter both give a theoretical summary and seeks 

to answer the following subsidiary question: 

What is organisational precursor resilience and how does it relate to the anticipatory 

principles of collective mindfulness? 

By clarifying the interrelatedness between safety, risk, organisational resilience and risk resilience, this 

chapter has elucidated what constitutes organisational precursor resilience. However, as stated above, 
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simply listing the things that constitute organisational precursor resilience does not give practical guidelines 

on how to become a resilient organisation. Although many researchers agree with the fact that the precursor 

resilient organisation is able to "recognise, adapt to and absorb variations, changes, disturbances, 

disruptions, and surprises" (Hollnagel et al., 2006, p. 3) and that it "scans its environment, monitors impending 

changes, and [has] όΧύ the ability to negotiate flux without succumbing to it" (Comfort et al., 2014, p. 8), it is 

necessary to look for additional models for obtaining such a precursor resilient organisation. By drawing on 

the extreme ŜƴŘ ƻŦ ǊŜǎƛƭƛŜƴŎŜΣ ǘƘŜ ǊŜǎŜŀǊŎƘŜǊ ǎŜŜǎ ǘƘŜ ǇǊŜŎǳǊǎƻǊ ǊŜǎƛƭƛŜƴǘ ƻǊƎŀƴƛǎŀǘƛƻƴ ǿƛǘƘ ǘƘŜ ŀōƛƭƛǘȅ άto 

accommodate change without catastrophic failure όΧύέ (Wise et al., 1993, p. 93) and the severity that strain 

the precursor resilient organisation can be related to both extreme adversity as well as routine and 

foreseeable disturbances (Comfort et al., 2014). Based on this, the researcher does see a link between 

organisational precursor resilience and the anticipatory principles from collective mindfulness, as these three 

principles enhances the organisation to improve its άόΧύ capabilities to anticipate and become aware of the 

unexpected earlier so that people can act before problems become severeέ (Weick & Sutcliffe, 2007, p. 62). 

When organisations are able to anticipate and become aware of the unexpected earlier, they should be able 

to recognise, adapt to and absorb variations, changes, disturbances and surprises before they become 

severe. As the severity refers to a gradation scale it can thus encompass both extreme and foreseeable 

disturbances depending on how well-developed the social processes are within an organisation pertaining to 

the anticipatory principles. Although the established relation between precursor resilience and the 

anticipatory principles from collective mindfulness is merely conjectural, this research uses these three 

principles of collective mindfulness to provide such a theoretical framework. The anticipatory principles from 

collective mindfulness can be applied to model and theorise precursor resilience, although such a model and 

theorisation capture only one measure of resiliency. The theoretical contribution of the anticipatory 

principles from collective mindfulness can thus offer a rather limited, but nonetheless important, relation 

between organisational characteristics and processes related to organisational precursor resilience at TCAS. 

This theoretical chapter has established the importance of incorporating collective mindfulness anticipation 

principles in the risk assessment process in order to avoid a discrepancy between the institutionalised norms 

of an organisation and the external reality (Turner & Pidgeon, 1997). By operationalising collective 

mindfulness in this research, the researcher is in a position to challenge the tacit knowledge that TCAS has 

built up over the years in their risk assessment process and uncover potential embedded deficiencies or 

strengths inherent in their risk assessment activities and relate these findings to characteristics of 

organisational precursor resilience. 
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The three theoretical contributions chosen for this research help to address the research questions in three 

different ways. The Man-Made Disaster gives an understanding of how organisational accidents are caused. 

It explores the role of the information processing around the risk assessment process in avoiding disruptions 

of a discrepant institutionalised practice. Where organisational precursor resilience constitutes the things 

that an organisation, such as TCAS, want to achieve through its risk assessment activities, it is the anticipatory 

principles from collective mindfulness that function as the necessary instruments to achieve a part of that 

goal.  
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άAlthough risk management has brought greater safety to socio-technical systems, a new approach is still 

strongly needed.έ 

ς Akinori Komatsubara in (Hollnagel, 2011, p. XXVIII) 
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4. METHODOLOGY 

This chapter presents and account for the methodological choices that have been made during this research. 

The methods used to obtain empirical data to address the research question are presented, as well as 

perceptions of the research validity and reliability. The challenges that have been encountered will be 

outlined in their respective subchapter. A qualitative research method has been chosen for this research, as 

it offers the strength of providing knowledge and understanding of lesser-known phenomena (Danermark, 

2002).  

4.1. RESEARCH DESIGN 

A research design is always implicit in a research study, but several authors believes that it should also be 

made explicit (Blaikie, 2010; Kerlinger & Pedhazur, 1973; Yin, 2014). As Yin (2014, p. 28) explains, a research 

ŘŜǎƛƎƴ ƛǎ έόΧύ ŀ ƭƻƎƛŎŀƭ Ǉƭŀƴ ŦƻǊ ƎŜǘǘƛƴƎ ŦǊƻƳ ƘŜǊŜ ǘƻ ǘƘŜǊŜ όΧύέ while Kerlinger and Pedhazur (1973, p. 300) 

takes a broader perspective on a research design as άόΧύ the plan, structure, and strategy of investigation 

conceived so as to obtain answers to research questions and to control varianceέΦ According to Blaikie (2010), 

the research design must account for the choices taken and the reasons behind these choices. The research 

design can be described as an iterative working tool that controls the process throughout the research. 

Although the research design ideally is a process where the research question, methodology, empirical data 

and the conclusion are connected before the research is conducted, it also has the strength of serving as a 

guideline for the research if one should start deviating from the previously laid out course. These changes 

can then be taken into account. Some adjustment in this research have been made to account for unforeseen 

obstacles and challenges, and the research design has been used as a guiding principle throughout the whole 

process. This chapter focuses on and accounts for the whole research process, so as to ensure transparency 

and open the research for retesting and criticism.  

4.2. RESEARCH STRATEGY 

Depending on the research purpose, there are several ways to answer research questions. The research 

strategy, or logic of the study, provides a starting point and guides the research from questions to answers. 

The choice of research strategy depends both on ǘƘŜ ǊŜǎŜŀǊŎƘŜǊǎΩ questions and on the desired outcome. 

Blaikie (2010) distinguishes among four different research strategies: inductive, deductive, retrospective and 

abductive. 

This research uses the abductive research strategy, which is used to produce understanding by providing 

reasons (Blaikie, 2010). In contrast to the inductive and deductive strategies, the abductive strategy includes 

the meanings and interpretations that people at TCAS use in their daily lives and thus directs these peoples 
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behaviour. The employees at TCAS are largely guided by tacit and mutual knowledge, intentions and rules, 

which the abductive strategy seeks to uncover. There are two dominant views on the abductive research 

strategy in the social science literature. .ƭŀƛƪƛŜΩǎ όнлмл) view begins with revealing why people do what they 

Řƻ ŀƴŘ ƛŘŜƴǘƛŦȅƛƴƎ ǘƘŜ ƛƴǾƻƭǾŜŘ ŀŎǘƻǊǎΩ Ǉƻƛƴǘǎ ƻŦ ǾƛŜǿ to understand the world and the meaning they are 

giving it. There is a slight but nonetheless important distinction between this and 5ŀƴŜǊƳŀǊƪΩǎ όнллнύ view 

on abductive strategy. The latter argues that the purpose of abduction is to attain new descriptions, so-called 

redescription or recontextualisation, where a new meaning is given to an already known phenomenon. To 

recontextualise, in other words, ƛǎ άόΧύ ǘƻ ƻōǎŜǊǾŜΣ ŘŜǎŎǊƛōŜΣ ƛƴǘŜǊǇǊŜǘ ŀƴŘ ŜȄǇƭŀƛƴ ǎƻƳŜǘƘƛƴƎ ǿƛǘƘƛƴ ǘƘŜ ŦǊŀƳŜ 

of a new contextέ (Danermark, 2002, p. 91). A significant distinction between BlaikieΩs and DanermarkΩs 

abductive strategy is that Blaikie (2010) starts out by focusing on developing technical explanations of lay 

terms and only then moves on to develop a theory and elaborate it iteratively. Danermark (2002), on the 

other hand, starts with a notion of something, and through interpretation comes to a new, of multiple 

plausible, understanding of the same event or observation. By analysing the social phenomenon in a new 

ŎƻƴǘŜȄǘΣ ƻƴŜ ǿƛƭƭ ƻōǘŀƛƴ ƴŜǿ ǳƴŘŜǊǎǘŀƴŘƛƴƎǎΦ ¢ƘŜ ǎƻŎƛŀƭ ǇƘŜƴƻƳŜƴƻƴ ƛƴ 5ŀƴŜǊƳŀǊƪΩǎ ŀōŘǳŎǘƛǾŜ ǎǘǊŀǘŜƎȅ 

therefore relates to the theoretical references for formulating new interpretations and descriptions of the 

phenomenon (Danermark, 2002). ¢ƘŜ ǘƘŜƻǊȅ ƛǎ ǘƘǳǎ ǘƘŜ ǎǘŀǊǘƛƴƎ Ǉƻƛƴǘ ƛƴ 5ŀƴŜǊƳŀǊƪΩǎ ŀōŘǳŎǘƛǾŜ ǎǘǊŀǘŜƎȅΦ 

Both strategies lean on the hermeneutical circle, where the basic idea of hermeneutics is that one never 

meets the world without preconceptions (Gilje & Grimen, 2002).  

By describing the theory applied before beginning the study and making it the frame of interpretation when 

collecting and processing the empirical data at TCAS, this research is based on DanermarkΩǎ view of abductive 

research strategy. The specific context at TCAS must be taken into account, as the research focuses on the 

underlying processes, meanings and intentions that are attributed to TCAS risk assessments and its 

contribution to organisational precursor resilience. The abductive strategy tries, through the informants, to 

understand the perceived understanding at TCAS and thus seeks to achieve a new recontextualised 

understanding, which was achieved by asking key informants about pre-determined topics. Through this 

recontextualisation, the conducted research is able to reach a new context and formulate new 

interpretations, descriptions, and learning points to addressing how risk assessment activities contribute to 

organisational precursor resilience. 

4.3. ONTOLOGICAL AND EPISTEMOLOGICAL ASSUMPTIONS 

Ontology is άόΧύ ǘƘŜ ǎǘǳŘȅ ƻŦ ōŜƛƴƎΦ Lǘ ƛǎ ŎƻƴŎŜǊƴŜŘ ǿƛǘƘ ϥwhat is', with the nature of existence, with the 

structure of reality as suchέ (Crotty, 1998, p. 10). The research strategy explained above limits the approach 

to and understanding of the social phenomenon, because άontological assumptions are concerned with the 














































































































































